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GENERAL  NOTICE

This notice of appointment is given in accordance with the requirements of sub-section 
206(10) of the Insolvency Act 2013 (the “Insolvency Act”) and is to be filed by the 
administrator with the Registrar in accordance with sub-section 273(1)(a) of the 
Insolvency Act.

1. The company pursuant to a resolution of the directors of the company (the appointer) has 
appointed the following named persons as administrators of the company:

Leon Bernard Pool and

Suketu Patel

and notice that this appointment has been made is hereby given.

2. The appointer is entitled to make an appointment under sub-section 206(6) of the 
Insolvency Act.

3. The company:

(i) is insolvent or is likely to become insolvent; and

(ii) is not in winding up.

4. This notice is accompanied by a record of the resolution of the directors to appoint an 
administrator.

5. Copies of the administrators' consents to act accompany this notice.

6. The administrators' appointment was made on 3 October 2021 and shall take effect 
from 4 October 2021 at 9:00am.

7. For the purposes of sub-section 207(2)(a) of the Insolvency Act the administrators may 
exercise any of the powers conferred on them by the Insolvency Act jointly or 
individually.

Signed and dated by Veronique Laporte, Chairman and director of the company.

Dated 4th October, 2021.
V  Laporte

———————

No. 759 of 2021

Notice of appointment of an administrator by a company

 
Name of Company 
 
AIR SEYCHELLES LIMITED 

Company number 
 
841115-1 
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THE CYBERCRIMES AND OTHER RELATED CRIMES BILL, 2021

(Bill No. 49 of 2021)

OBJECTS AND REASONS

The object of this Bill is to repeal the Computer Misuse Act, CAP 254 and 
substitute it with a modern cybercrimes law that is effective, more up-to-
date, and which is aligned to international best practice.

The Bill seeks to address and close the gaps in the types of offences relating 
to interference with computer data and computer system operation, unlawful 
possession of illegal devices, electronic fraud, computer related forgery, 
unauthorized disclosure of access credentials and unlawful disclosure by 
electronic service provider among others.

In terms of investigations and procedural powers of the investigatory 
authority, the Bill seeks to address the following missing components to 
ensure thorough analysis of the offences for better prosecution  — 

(a) procedures regarding the preservation of computer data for 
investigatory purposes and the need for a preservation order from 
the court;

(b) provisions for the disclosure of preserved computer data for 
investigations and prosecution purposes;

(c) provisions about the production of computer data for the 
prosecution of an offence as well as for investigation;

(d) procedures relating to the powers of the Investigatory Authority to 
access search and seize stored computer data for the purposes of 
an investigation;

(e) provisions on real- time collection of traffic data;

(f) procedures relating to orders from the court, following a request 
from the Investigatory Authority to remove indecent material of a 
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child from a computer system or any other information and 
communication technologies medium; and

(g) provisions regarding limited use of disclosed computer data and 
information, solely for the purposes of investigations and 
prosecution of criminal offences. 

Regarding other mechanisms to ensure smooth proceedings with 
investigations and prosecution as well as collaboration with other 
authorities, the following provisions have been introduced in the Bill, and 
that is to say  —

(a) the granting of extradition by the court for offences committed 
under the Bill;

(b) forfeiture of property or apparatus which is a subject matter, or 
was used in connection    with committing an offence;

(c) spontaneous provision of information by an authority to assist with 
investigations;

(d) orders by the Investigatory Authority to preserve computer data 
obtained from another Investigatory Authority;

(e) expeditious disclosure of preserved traffic data by the requested 
Investigatory Authority from an electronic service provider in 
another country;

(f) mutual assistance regarding accessing stored computer data, 
subject to Article 29 of the Budapest Convention;

(g) provision for transborder access to stored computer data with 
consent or where publically available; 

(h) mechanisms for mutual assistance in the real-time collection of 
traffic data and interception of content computer data;

(i) mechanisms for mutual assistance in relation to the interception of 
content computer data;



(j) the setting up of a network to facilitate investigation and 
proceedings concerning criminal offences;

(k) non-liability of electronic service providers to monitor computer 
data that it transmits or stores;

(l) non-criminal liability on electronic service providers for providing 
access to and transmitting information, based on certain 
conditions; and

(m) non-criminal liability on electronic service providers, based on 
certain conditions, for the information they store at the request of 
users.

Finally, the legal and regulatory impacts of this Bill once enacted will be in 
relation to the implementation of the targeted projects and initiatives 
specified in the strategic action-plan corresponding to the strategic objective 
pertaining to the “Legal and Regulatory Framework on Cyber Security”. 
This includes the review and formulation of new laws as well as alignment 
of the different legal instruments in Seychelles to the provisions of the 
Budapest Convention. 

Dated this 5th day of October, 2021.  

FRANK  D.R.  ALLY
ATTORNEY-GENERAL

————————
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THE CYBERCRIMES AND OTHER RELATED CRIMES BILL, 2021

(Bill No. 49 of 2021)
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A  BILL 

FOR

AN ACT to combat criminal activities perpetrated using computer 
systems and for matters connected therewith or incidental thereto.

ENACTED by the President and the National Assembly.

PART I - PRELIMINARY

Short title and commencement

1. This Act may be cited as the Cybercrimes and other Related 
Crimes Act, 2021 and shall come into operation on such a date as the 
Minister may, by Notice in the Gazette, appoint.

THE CYBERCRIMES AND OTHER RELATED CRIMES BILL, 2021

(Bill No. 49 of 2021)
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Interpretation

2. In this Act, unless the context otherwise requires  —
 

“access” in relation to a computer system means to instruct, 
communicate with, store data in, retrieve data from or otherwise 
make use of any of the resources of a computer system;

“computer data” means any representation of facts, information 
or concepts in a form suitable for processing in a computer 
system, including a program suitable to cause a computer system 
to perform a function; 

“computer system” means any computer data processing device, 
or a group of such interconnected or related devices, one or more 
of which, pursuant to a program, performs automatic processing 
of computer data, performing logical, arithmetic, or storage 
functions, and  —

(a) includes any computer data storage facility or 
communications facility directly related to or operating in 
conjunction with such device or group of such 
interconnected or related devices, whether available in a 
single or distributed or decentralised form; 

(b) any reference in this Act to any program or computer data 
held in a computer system includes a reference to any 
program or computer data held in any removable storage 
medium which is for the time being in the computer system; 
and a computer system is to be regarded as containing any 
program or computer data held in any such medium;

 “Convention” means the Budapest Convention on Cybercrime 
adopted by the Committee of Ministers of the Council of Europe 

stand entered into force on 1  July 2004;

“electronic service provider” means any public or private entity 
that provides to users of its service the ability to communicate by 
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means of a computer system, and any other entity that processes 
or stores computer data on behalf of such communication service 
or users of such service; 

“investigatory authority” means the Police Force of Seychelles or 
any other body empowered to investigate any offence;

“function” include logic, control, arithmetic, deletion, storage 
and retrieval and communication or telecommunication to, from 
or within a computer system;

“message” means a verbal, written, recorded, drawn or picture  
communication sent to or left for a recipient;

“Minister” means the Minister responsible for internal Affairs;

 “seize” includes  —

(a) make and retain a copy of computer data, including by 
using on-site equipment; and 

(b) render inaccessible, or remove, computer data in the 
accessed computer system; and 

(c) take a printout of output of computer data; 

“traffic data” means any computer data relating to a 
communication by means of a computer system, generated by a 
computer system that formed a part in the chain of 
communication, indicating the communication's origin, 
destination, route, time, date, size, duration, or type of underlying 
service.

Application of the Act

3.             This Act applies to an act  —

(a) that occurs wholly or partly in the territory of Seychelles; 
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(b) that occurs wholly or partly on a ship flying the flag of 
Seychelles; 

(c) that occurs wholly or partly on board an aircraft registered 
under the laws of Seychelles; and

(d) directly or indirectly connected to, or affecting, a person, 
computer system or event within Seychelles. 

PART II - OFFENCES

Unauthorised access to computer system

4.(1)  A person who causes a computer system to perform a function 
with the intent to secure unauthorised access to any computer data held in a 
computer system, commits an offence and  shall, on conviction, be liable to 
a fine of level 4 on the standard scale or to imprisonment for a term not 
exceeding 5 years or to both.

(2)  For the purpose of subsection (1)  —

(a) an access by a person to a computer system is unauthorised, 
where the person  —

(i) is not entitled to control access of the kind in question; 
and

(ii) does not have consent to access of the kind in question 
from any person who is so entitled.

 (b)    for the purposes of this section, it is immaterial that the 
unauthorised access is not directed at  —

(i) any particular program or computer data;

(ii) a program or computer data of any kind; or

(iii) a program or computer data held in any particular 
computer system. 
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Access with criminal intent

5.(1) A person who causes a computer system to perform any function 
for the purpose of securing access to any computer data held in any 
computer system, with criminal intent, commits an offence and shall, on 
conviction, be liable to a fine of level 5 on the standard scale or to 
imprisonment for a term not exceeding 20 years or to both. 

(2)    For the purposes of subsection (1), it is immaterial that  —

(a) the access referred to in subsection (1) is authorised or 
unauthorised;

(b) the further offence to which this section applies is 
committed at the same time when the access is secured or at 
any other time.

Unauthorised interception

6.(1) A person who  —

 (a) intentionally intercepts or causes to be intercepted any 
function or non-public transmissions to, from or within, a 
computer system and  —

(i) does so by technical means; and 

(ii) does not have authority to intercept the function or 
transmission or to cause the interception;

(b) intentionally uses or causes to be used, directly or 
indirectly, a computer system for the purpose of committing 
an offence,

commits an offence and shall, on conviction, be liable to a fine of level 4 on 
the standard scale or to imprisonment for a term not exceeding 5 years or 
both.
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(2)     For the purposes of subsection (1), intercepting includes listening 
to or viewing, by use of technical means, or recording, a function of a 
computer system or acquiring the substance, meaning or purport of any such 
function. 

Unauthorised interference with computer data

7.(1) A person who, without authority intentionally, does any of the 
following acts  —

(a) destroys or alters computer data;  

(b) renders computer data meaningless, useless, inaccessible, 
ineffective, unreliable, impaired;  

(c) obstructs, interrupts or interferes with the lawful use of 
computer data;  

(d) obstructs, interrupts or interferes with any person in the 
lawful use of computer data;  

(e) denies access to computer data to any person entitled to it; 
or

(f) accesses or intercepts any computer data without authority, 

commits an offence shall, on conviction, be liable to a fine of level 5 on the 
standard scale or to imprisonment for a term not exceeding 20 years or to 
both.

Unauthorised interference of computer system operation

8.(1) A person who intentionally, whether directly or indirectly, and 
without authority  —

(a) interferes with, or interrupts or obstructs the use of, a 
computer system; or
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(b) impedes or prevents access to, or impairs the usefulness             
or effectiveness of, any computer data in a computer 
system,

commits an offence and shall, on conviction, be liable to a fine of level 5 on 
the standard scale or to imprisonment for a term not exceeding 20 years or to 
both.

(2) For the purposes of subsection (1), interference, interruption, 
obstruction or impendence in relation to a computer system, includes  —

(a) cutting the electricity supply to a computer system; 

(b) corrupting a computer system by any means; and

(c) inputting, deleting or altering computer data.

Unlawful possession of illegal devices

9. A person who  —

(a) intentionally, without justification produces, sells, procures 
for use, imports, exports, distributes or otherwise make 
available  —

(i) a device, including a computer data, that is designed 
or adapted for the purpose of committing an offence 
against section 6, 7, or 8 ; or

(ii) a computer system password, access code or similar 
computer data by which the whole or any part of a 
computer system is capable of being accessed;

(b) has any item mentioned in subparagraph (i) or (ii) of 
paragraph (a) in his or her possession with the intent that it 
be used by any person for the purpose of committing an 
offence against section 6, 7, or 8,
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commits an offence and shall, on conviction, be liable to a fine of level 4 on 
the standard scale or to imprisonment for a term not exceeding 5 years or to 
both.

Electronic fraud

10. A person who intentionally and without right causes loss of 
property to another person by  — 

               
(a) any input, alteration, deletion or suppression of computer 

data; or
              

(b) any interference with the functioning of a computer system, 
with intent to procure for himself or herself or another 
person, an advantage or economic benefit,

commits an offence and shall, on conviction, be liable to a fine of level 4 on 
the standard scale or to imprisonment for a term not exceeding 10 years or to 
both.

Computer system related forgery

11. A person who causes loss of property to another person by any 
input, alteration, deletion or suppression of computer data resulting in 
inauthentic computer data with the intent to be considered or acted upon for 
legal purposes as if it were authentic, regardless whether or not the computer 
data is directly readable and intelligible, commits an offence and shall, on 
conviction, be liable to a fine of level 5 on the standard scale or to 
imprisonment for a term not exceeding 20 years or to both.

Unauthorised disclosure of access credentials

12. A person who, without lawful excuse or justification, discloses, 
sells, procures for use, distributes or otherwise makes available, any 
password, access code or other means of gaining access to a computer 
system or computer data  —

(a) for wrongful gain; 
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(b) for any unlawful purpose; 

(c) to overcome security measures for the protection of 
computer data; or 

(d) with the knowledge that it is likely to cause prejudice to any 
person,

commits an offence and shall, on conviction, be liable to a fine of level 4 on 
the standard scale or to imprisonment for a term not exceeding 5 years, or to 
both.

Cyber extortion

 13. A person who performs or threatens to perform any of the acts 
described under this Part, for the purposes of obtaining any unlawful 
advantage by  —

 
(a) undertaking to cease or desist from such actions; or

(b) undertaking to restore any damage caused as a result of 
those actions,

commits an offence and shall be liable, on conviction to a fine of level 4 on 
the standard scale or to imprisonment for a term not exceeding 5 years or to 
both.

Cyber harassment

14. A person who uses a computer system or who knowingly permits 
a device to be used, for any of the following purposes  —

(a) making any request, suggestion or proposal which is 
obscene, lewd, lascivious or indecent; or 

(b)  threatening to inflict injury or physical harm to the person 
or property of any person; or
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(c) sending, delivering or showing a message, visual or 
otherwise, which is abusive, obscene, indecent, threatening, 
false or misleading, causing annoyance, inconvenience or is 
likely to cause distress or needless anxiety to any person,

commits an offence and shall, on conviction, be liable to a fine of level 4 on 
the standard scale or to imprisonment for a term not exceeding 5 years, or to 
both. 

Cyber stalking

15. A person who willfully, maliciously or repeatedly uses electronic 
communication to harass another person, or makes a threat with the intent to 
place that person in reasonable fear for his or her safety or for the safety of 
his or her immediate family, commits an offence and shall, on conviction, be 
liable to a fine of level 4 on the standard scale or to imprisonment for a term 
not exceeding 5 years, or to both.

 
Offensive electronic communications

16. A person who wilfully, maliciously or repeatedly uses electronic 
communication of an offensive nature to disturb or attempt to disturb the 
peace, quiet or privacy of any person with no purpose to legitimate 
communication, whether or not a conversation ensues, commits an offence 
and shall, on conviction, be liable to a fine of level 4 on the standard scale or 
to imprisonment for a term not exceeding 5years, or to both.

Pornographic or obscene material

17.(1) In this section  —

(a) “child” means a person who is under the age of 18 years; 

(b) “child pornography” includes material that visually or 
otherwise depicts  —

(i) a child engaged in sexually explicit conduct, 

xvi     Supplement to Official Gazette [6th October 2021]



(ii) a person who appears to be a child engaged in 
sexually explicit conduct, or 

(iii) realistic images representing a child engaged in 
sexually explicit conduct; and 

(c) “sexually explicit conduct” means any conduct, whether 
real or simulated, which involves  — 

(i) sexual intercourse, including genital-genital, oral-
genital, anal genital or oral-anal, between children, or 
between an adult and a child, of the same or opposite 
sex, 

(ii) bestiality, 

(iii) masturbation, 

(iv) sadistic or masochistic sexual abuse, or 

(v) the exhibition of the genitals or pubic area of a child.
 

(2) A person who  —

(a) publishes child pornography or obscene material relating to 
children through a computer system; 

(b) produces child pornography or obscene material relating to 
children for the purpose of its publication through a computer 
system; 

(c) possesses child pornography or obscene material relating to 
children in a computer system or on a computer data storage 
medium; 

(d) publishes or causes to be published an advertisement likely to 
be understood as conveying that the advertiser distributes or 
shows child pornography or obscene material relating to 
children; or 
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(e) accesses child pornography or obscene material relating to 
children through a computer system,

commits an offence and shall, on conviction, be liable to a fine of level 4 on the 
standard scale or to imprisonment for a term not exceeding 5years, or to both. 

(3) A person who, by means of a computer system, communicates with 
a person who is, or who the accused believes is  —

(a) under the age of 18 years, for the purpose of facilitating the 
commission of the offence of child pornography under this 
Act, or the offences of prostitution, rape or indecent assault 
under the Penal Code; 

(b) under the age of 16 years, for the purpose of facilitating the 
commission of the offences of abduction or kidnapping of 
that person under the Penal Code; or 

(c) under the age of 16 years, for the purpose of facilitating the 
commission of any sexual offence with that person under the 
Penal Code,

commits an offence and shall, on conviction, be liable to a fine of level 4 on the 
standard scale or to imprisonment for a term not exceeding 5 years, or to both. 

(4) Evidence that the person in subsection (3)(a), (b) or (c) was 
represented to the accused as being under the age of 18 years or 16 years shall 
be, in absence of evidence to the contrary, proof that the accused believed that 
the person was under that age. 

(5) It shall not be a defence to a charge under subsection (3) that the 
accused believed that the person he or she was communicating with was at 
least 16 or 18 years of age, as the case may be, unless the accused took 
reasonable steps to ascertain the age of the person. 

(6) For the purposes of subsection (3), it does not matter that the person 
in subsection (3)(a), (b) or (c) is a fictitious person, represented to the accused 
as a real person.
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Pornographic publication

18. A person who, by means of a computer system, discloses or 
publishes a private sexual photograph or film without the consent of the person 
who appears in the photograph or film commits an offence and shall, on 
conviction, be liable to a fine of level 4 on the standard scale or to 
imprisonment for a term not exceeding 5 years, or to both. 

Unlawful disclosure by electronic service provider

19. An electronic service provider who, without lawful authority, 
discloses  —

(a) that an order under this Act has been made; 

(b) any act done under an order; or 

(c) any computer data collected or recorded under an order,

commits an offence and shall, on conviction, be liable to a fine of level 4 on the 
standard scale or to imprisonment for a term not exceeding 5 years, or to both.

PART III - INVESTIGATIONS AND PROCEDURES 

Preservation order

20.(1)  An investigatory authority may order for the expeditious 
preservation of computer data that has been stored by means of a computer 
system or any other information and communication technologies, where 
there are reasonable grounds to believe that such computer data is vulnerable 
to loss or modification. 

(2)   For the purposes of subsection (1), computer data includes traffic 
data.

(3)  An order made under subsection (1) shall remain in force for a 
period not exceeding 90 days.
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(4) Where the computer data is required to be preserved beyond 90 
days, the investigatory authority shall make an application to the Court and the 
Court may make such order for preservation of the computer data as it may 
deem fit.

(5) The powers and procedures for the purposes of subsections (1), (2) 
and (3) shall apply to all offences under this Act. 

Disclosure of preserved computer data
     
21.(1) The investigatory authority may, for the purposes of an 

investigation or the prosecution of an offence order for the disclosure of  —
 

(a) all preserved traffic computer data, irrespective of whether 
one or more electronic service providers were involved in the 
transmission of such computer data;

        
(b) sufficient traffic computer data to identify the electronic 

service providers and the path through which the computer 
data was transmitted. 

(2) The powers and procedures for the purposes of subsection (1) 
apply to all offences under this Act.

Production  Order

22.(1) Where the disclosure of computer data is required for the purposes 
of an investigation or the prosecution of an offence, an investigatory authority 
may apply to the court for a  Production Order compelling  —

                 
(a) any person to submit specified computer data in that person's 

possession or control, which is stored in a computer system or 
computer data storage medium;

                 
(b) any electronic service provider offering its services to submit 

subscriber information in relation to such services in that 
electronic service provider's possession or control.
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 (2)   Where any material to which an investigation relates consists of 
computer data stored in a computer system, disc, cassette, or on microfilm, or 
preserved by any mechanical or electronic device, the request shall be deemed 
to require the person to produce or give access to it in a form in which it can be 
taken away and in which it is visible and legible.

Powers of access, search and seizure for purposes of investigation

23.(1) Where an investigatory authority has reasonable grounds to 
believe that stored computer data would be relevant for the purposes of an 
investigation or the prosecution of an offence, it may apply to the court for the 
issue of a warrant to search or access, search or secure computer data  —

          
(a)   to secure computer data under subsection (1), the powers of 

the investigatory authority shall include the power to  —

(i) search, seize or secure a computer system or any 
information and communication technologies medium;

(ii) make and retain a copy of such computer data or 
information;

(iii)  maintain the integrity of the relevant stored computer 
data or information; or

(b) render inaccessible or remove the stored computer data or 
information from the computer system, or any information 
and communication technologies medium.

Real time collection of traffic data

24. Where the investigatory authority has reasonable grounds to 
believe that any computer data would be relevant for the purposes of an 
investigation or the prosecution of an offence, it may apply to the court for an 
order  —

(a) allowing the collection or recording of traffic data, in real 
time, associated with specified communications transmitted 
by means of any computer system; or
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(b)  compelling an electronic service provider, within its 
technical capabilities, to effect such collection and recording 
referred to in paragraph (a), or assist the investigatory 
authority to effect such collection and recording.

Deletion order

25.(1) The court may, upon application by an investigatory authority, and 
being satisfied that a computer system or any other information and 
communication technologies medium contains an indecent material of a child, 
order that such computer data be  —

                             
(a) no longer stored on and made available through the computer 

system or any other medium; or
        

(b)  deleted or destroyed.

(2)  For the purposes of this section, “indecent material” means  —

(a) any indecent or obscene writing, photograph, sketch, 
drawing or picture including whether partly or wholly 
generated by computer;

(b) any indecent or obscene printed matter, print, painting, poster 
drawing, model or cinematographic film or video film, 
cassette or disc; or

(c) any other indecent or obscene object.

Limited use of disclosed computer data and information

26.   No information on computer data under sections 21 to 24 shall be 
used for any purpose other than that for which the computer data was originally 
sought, except  —

(a) in accordance with any other written law;

(b) in compliance with an order of court;
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(c) where such computer data is required for the purpose of 
preventing detecting or investigating offences, apprehending 
or prosecuting offenders, assessing or collecting tax, duties or 
other monies owed or payable to the Government; or

(d) for the prevention of injury or other damage to the health of a 
person or serious loss of or damage to property.

PART IV - MISCELLANEOUS

Punishment for non compliance of an order section 20, 21, 22 or 25 or 
contravention of section 26

27. A person who  —

(a) fails to comply with a preservation order under section 20 or 
an order for the disclosure under section 21, a protection 
order under section 22; or a deletion order under section 25; 
or

(b) uses any computer data in contravention of section 26,

commits an offence and shall, on conviction, be liable to a fine of level 4 on the 
standard scale or to imprisonment for a term not exceeding 5 years, or to both.

Jurisdiction

28.(1) Notwithstanding any other written law, the Supreme Court shall 
have jurisdiction to try an offence under this Act or any regulations made 
thereunder and may, on conviction, impose any penalty or forfeiture provided 
for under this Act.

(2) The Supreme Court shall have jurisdiction where the act constituting 
an offence under this Act has been committed outside Seychelles  —

(a) on board a Seychelles ship; or

(b) on board an aircraft registered in Seychelles.
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Extradition

29. Any offence under this Act may, with the consent of the Attorney 
General,   be an extraditable crime for which extradition may be granted or 
obtained under the Extradition Act (Cap 78)

Forfeiture

30. A court before which a person is convicted of an offence may, in 
addition to any other penalty imposed, order the forfeiture of any apparatus, 
article or thing which is the subject matter of the offence or is used in 
connection with the commission of the offence.

Spontaneous information
31.(1) An authority may without prior request, forward to the 

investigatory authority information obtained within the framework of its own 
investigation when it considers that the disclosure of such information might 
assist in initiating or carrying out investigations or proceedings concerning 
criminal offences established in accordance with this Act. 

(2) Prior to the disclosure of computer data under subsection (1)  —

(a) the authority may request the investigatory authority to 
maintain the confidentiality of the information provided; and 

(b) where the investigatory authority cannot comply with such 
request, it shall notify the authority, which may then 
determine whether the information should nevertheless be 
provided.

(3) For the purposes of this section, “authority” means any public 
body, agency, organ or department established by law.

Expedited preservation of stored computer data

32.(1) An investigatory authority may order for the expeditious 
preservation of computer data that has been stored by means of a computer 
system, located within or outside its territory where a mutual assistance 
request has been obtained from another investigatory authority for the search 
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or similar access, seizure or similar securing, or disclosure of the computer 
data. 

(2)   A request for preservation made under subsection (1) shall specify —

(a) the investigatory authority seeking the preservation;

(b) the offence that is the subject of an investigation or 
prosecution and a brief summary of the related facts;

(c) the stored computer data to be preserved and its relationship 
to the offence;

(d) any available information identifying the custodian of the 
stored computer data or the location of the computer system;

(e) the necessity of the preservation; and

(f) that the investigatory authority intends to submit a request for 
mutual assistance for the search or similar access, seizure or 
similar securing, or disclosure of the stored computer data.

(3)  Upon receiving the request from another investigatory authority, 
the requested authority shall take all appropriate measures to preserve 
expeditiously the specified computer data in accordance with its domestic law. 

(4) For the purposes of responding to a request under this section, dual 
criminality shall not be required as a condition for providing such 
preservation.

(5) An investigatory authority that requires dual criminality as a 
condition for responding to a request for mutual assistance for the search or 
similar access, seizure or similar securing, or disclosure of stored computer 
data may, in respect of offences, reserve the right to refuse the request for 
preservation under this Act in cases where it has reasons to believe that at the 
time of disclosure the condition of dual criminality cannot be fulfilled.

(6) A request for preservation may be refused where  —
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(a) the compliance with the request would be contrary to the 
Constitution; 

(b) it is of prejudice to the sovereignty, international relations, 
security, public order, or other public interest of Seychelles; 

(c) in the reasonable belief the request for assistance has been 
made for the purpose of prosecuting a person on account of 
that person's race, sex, religion, nationality, ethnic origin or 
political opinions, or that a person's position may be 
prejudiced for any of those reasons; 

(d) in absence of dual criminality, where granting the request 
would require a court in Seychelles to make an order in 
respect of any person or property, in respect of conduct which 
does not constitute an offence, nor gives rise to a confiscation 
or restraining order, in Seychelles; 

(e) the request relates to an offence under military law, or a law 
relating to military obligations, which would not be an 
offence under ordinary criminal law; 

(f) the request relates to a political offence or an offence of a 
political character; 

(g) the request relates to an offence, the prosecution of which, in 
the foreign State, would be incompatible with laws of 
Seychelles on double jeopardy; 

(h) the request requires Seychelles to carry out measures that are 
inconsistent with its laws and practice, or that cannot be taken 
in respect of criminal matters arising in Seychelles; or 
granting the request in whole or in part, on the ground that 
granting the request immediately would be likely to prejudice 
the conduct of proceedings in Seychelles.

(7) Any preservation effected in response to the request referred to in 
subsection (1) shall be for a period of not less than sixty days, in order to enable 
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the requesting Party to submit a request for the search or similar access, seizure 
or similar securing, or disclosure of the computer data, following the receipt of 
such request, the computer data shall continue to be preserved pending a 
decision on that request.

Expeditious  disclosure of preserved traffic data

33.(1)   Where, in the course of the execution of a request made to subject 
to Article 29 of the Convention to preserve traffic data concerning a specific 
communication, the requested investigatory authority discovers that an 
electronic service provider in another State was involved in the transmission of 
the communication, the requested investigatory authority shall expeditiously 
disclose to the requesting investigatory authority a sufficient amount of traffic 
data to identify that electronic service provider and the path through which the 
communication was transmitted.

(2) The disclosure of traffic data under subsection (1) may be withheld 
where  —

(a) the compliance with the request would be contrary to the 
Constitution; 

(b) it is of prejudice to the sovereignty, international relations, 
security, public order, or other public interest of Seychelles;

(c) in the reasonable belief that the request for assistance has 
been made for the purpose of prosecuting a person on account 
of that person's race, sex, religion, nationality, ethnic origin 
or political opinions, or that a person's position may be 
prejudiced for any of those reasons; 

(d) in the absence of dual, criminality, accepting the request 
would require a court in Seychelles to make an order in 
respect of any person or property in respect of conduct which 
does not constitute an offence, nor gives rise to a confiscation 
or restraining order, in Seychelles; 

(e) the request relates to an offence under military law, or a law 
relating to military obligations, which would not be an 
offence under ordinary criminal law; 
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(f) the request relates to a political offence or an offence of a 
political character; 

(g) the request relates to an offence, the prosecution of which, in 
the foreign State, would be incompatible with laws of 
Seychelles on double jeopardy; 

(h) the request requires Seychelles to carry out measures that are 
inconsistent with its laws and practice, or that cannot be taken 
in respect of criminal matters arising in Seychelles; or 
granting the request in whole or in part, on the ground that 
granting the request immediately would be likely to prejudice 
the conduct of proceedings in Seychelles.

Mutual assistance regarding accessing of stored computer data

34.(1) An investigatory authority may request another investigative 
authority to search or similarly access, seize or similarly secure, and disclose 
computer data stored by means of a computer system located within the 
territory of the requested Party, including computer data that has been 
preserved subject to Article 29 of the Convention.

(2) The requested investigatory authority may respond to the request 
through the application of international instruments, arrangements and laws 
subject to Article 23 of the Convention, and in accordance with other relevant 
provisions of this Act.

(3) The request shall be responded to on an expedited basis where  —

(a) there are grounds to believe that relevant computer data is 
particularly vulnerable to loss or modification; or

(b) the instruments, arrangements and laws referred to in 
subsection (2) otherwise provide for expedited co-operation.

Trans-border access to stored computer data with consent or where 
publicly available

35. An investigatory authority may, without the authorisation of 
another authority  —
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(a) access publicly available open source stored computer data, 
regardless of where the computer data is located 
geographically; or

(b) access or receive, through a computer system in its territory, 
stored computer data located in another investigatory 
authority,   

where the investigation authority obtains the lawful and voluntary consent of 
the person who has the lawful authority to disclose the computer data to the 
investigation authority through that computer system.

Mutual assistance in the real-time collection of traffic data

36.(1)   The investigatory authorities shall provide mutual assistance to 
each other in the real-time collection of traffic data associated with specified 
communications in their territory transmitted by means of a computer system, 
subject to the provisions of subsection (2), this assistance shall be governed by 
the conditions and procedures provided for under the laws of Seychelles. 

(2) The assistance under subsection (1) shall be governed by the 
conditions and procedures provided for under the laws of Seychelles.

(3) Each investigatory authority shall provide such assistance at least 
with respect to offences for which real-time collection of traffic data would be 
available in a similar domestic case.

Mutual assistance regarding the interception of content computer data

37.   The investigatory authority shall provide mutual assistance to each 
other in the real-time collection or recording of content computer data of 
specified communications transmitted by means of a computer system to the 
extent permitted under their applicable treaties and the laws of Seychelles. 

Networking

38.(1)  A point of contact shall be established on a twenty-four hour, 
seven-day-a-week basis, in order to ensure the provision of immediate 
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assistance for the purpose of investigations or proceedings concerning 
criminal offences related to computer systems and computer data, or for the 
collection of evidence in electronic form of a criminal offence and such 
assistance shall include facilitating, or, if permitted by its domestic law and 
practice, directly carrying out the measures for  —

(a) the provision of technical advice;

(b) the preservation of computer data pursuant to Articles 29 and 
30 of the Convention;

(c) the collection of evidence, the provision of legal information, 
and locating of   suspects.

(2) An investigatory authority's point of contact shall have the capacity 
to carry out communications with the point of contact of another authority on 
an expedited basis.

(3) Where the point of contact designated by an investigatory authority 
is not responsible for international mutual assistance or extradition, the point 
of contact shall ensure that it is able to co-ordinate with such authority or 
authorities on an expedited basis.

(4) An investigatory authority shall ensure that trained and equipped 
personnel are available, in order to facilitate the operation of the network.

Obligation to monitor transmitted or stored computer data

39.(1) When providing the services there is no general obligation on an 
electronic service provider to monitor that computer data which it transmits or 
stores; or actively seek facts or circumstances indicating an unlawful activity. 

(2) The Minister may, subject to any other law, prescribe procedures 
for electronic service providers to  —

(a) inform the competent authorities of alleged illegal activities 
undertaken or information provided by recipients of their 
service; and
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(b) communicate to the competent authorities, at their request, 
information enabling the identification of recipients of their 
service.

Criminal liability for providing access and transmitting information

40.(1) An electronic service provider is not criminally liable for providing 
access and transmitting information on condition that the provider  —

(a) does not initiate the transmission;

(b) does not select the receiver of the transmission; or

(c) does not select or modify the information contained in the 
transmission.

(2) The acts of transmission and of provision of access referred to in 
subsection (1) include the automatic, intermediate and transient storage of the 
information transmitted in so far as this takes place for the sole purpose of 
carrying out the transmission in the communication network, and provided 
that the information is not stored for any period longer than is reasonably 
necessary for the transmission.

Criminal liability for storing at the request of user

41.(1) An electronic service provider is not criminally liable for the 
information stored at the request of a user of the service, on condition that  —

(a) the electronic service provider expeditiously removes or 
disables access to the information after receiving an order 
from any public authority or court of law to remove specific 
illegal information stored; or

(b) the electronic service provider, upon obtaining knowledge or 
awareness about specific illegal information stored by other 
ways than an order from a public authority, expeditiously 
informs a public authority to enable them to evaluate the 
nature of the information and if necessary issue an order to 
remove the content.
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(2) Subsection (1), shall not apply when the user of the service is acting 
under the authority or the control of the electronic service provider.

(3) If the electronic service provider is removing the content after 
receiving an order pursuant to subsection (1), the provider is exempted from 
contractual obligations with his customer to ensure the availability of the 
service.

(4) An electronic service provider is not criminally liable for the 
automatic, intermediate and temporary storage of that information, 
performed for the sole purpose of making more efficient the information's 
onward transmission to other users of the service upon their request, on 
condition that  —

(a) the electronic service provider does not modify the 
information;

(b) the electronic service provider complies with conditions of 
access to the information;

(c) the electronic service provider complies with rules regarding 
the updating of the information, specified in a manner widely 
recognised and used by industry;

(d) the electronic service provider does not interfere with the 
lawful use of technology, widely recognised and used by 
industry, to obtain computer data on the use of the 
information; and

(e) the electronic service provider acts expeditiously to remove 
or to disable access to the information it has stored upon 
knowledge of the fact that the information at the initial 
sources of the transmission has been removed from the 
network, or access to it has been disabled, or that a court or an 
administrative authority has ordered such removal or 
disablement.

(5) An electronic service provider who enables the access to 

xxxii     Supplement to Official Gazette [6th October 2021]



information provided by third person by providing an electronic hyperlink is 
not liable for the information if the electronic service provider  —

(a) expeditiously removes or disables access to the information 
after receiving an order from any public authority or count to 
remove the link; and

(b) upon obtaining knowledge or awareness about specific 
illegal information stored by other ways than an order from a 
public authority, expediently informs a public authority to 
enable them to evaluate the nature of the information and if 
necessary issue an order to remove the content;

(6) An electronic service provider who makes or operates a search 
engine that either automatically or based on entries by others creates and index 
of internet-related content or make available electronic tools to search for 
information provided by third party is not liable for search results on condition 
that the provider  —

(a) does not initiate the transmission; 

(b) does not select the receiver of the transmission; and

(c) does not select or modify the information contained in the 
transmission.

Application of certain provisions of the Penal Code

42.  Sections 25, 30 and 30A of the Penal Code shall, unless the court 
determines otherwise, apply to a person convicted of an offence under this Act.

Regulations

43. The Minister may make regulations for carrying into effect the 
purposes and provisions of this Act.

Repeal of Cap 254

44.  The Computer Misuse Act Cap 254 is hereby repealed.
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Savings provisions

45.  Notwithstanding the repeal under section 43  —

(a) anything made, given, issued or done under the repealed Act 
shall have the same effect as if it was made, given, done or 
issued under this Act;

(b) any application made to a court under the repealed Act shall 
continue to be dealt with and determined as if it was made 
under this Act; and

(c) any legal proceedings which, before the coming into force of 
this Act were pending, shall be continued or enforced I the 
same manner as they would have continued or enforced 
before the coming into force of this Act.
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S.I. 93 of 2021

LAND RECLAMATION ACT

(Cap 106)

Land Reclamation Authorisation, 2021

WHEREAS Mr. Alderic Benoiton acting on his own behalf applied for the 
authorisation under Section 6 of the Land Reclamation Act (Cap 106) to fill 
in and reclaim an area of the foreshore of approximately 15,366 square 
metres at La Retraite, adjacent to the Public Road (hereinafter referred to as 
"the undertaking");

AND WHEREAS a Land Reclamation Notification (No. 630 of 2020 of the 
thOfficial Gazette dated August 17 , 2020) pertaining to the proposed 

undertaking was published in accordance with the rules under the Second 
Schedule to the Land Reclamation Act; 

AND WHEREAS further to written objections to the undertaking lodged to 
the Chief Executive Officer of the Planning Authority subsequent to the 
Land Reclamation Notification so published, the President finding it 
expedient so to do, appointed persons to hold an inquiry into the matter;

NOW THEREFORE, the President after considering the proposed 
undertaking, the objections, claims, the record of the proceedings and the 
report of the persons who held the inquiry, hereby authorises the undertaking 
pursuant to section 6(6) of the Act read with subsection (1) thereof, subject 
to the reclamation being scaled back to the area illustrated by the plan and 
the new coordinates hereunder the schedule specified; 
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SCHEDULE

Coordinates of the Outer Limit of the Proposed
 Reclamation at La Retraite

Projection- UTM Zone 40 South
Datum- WGS84

X_COORDINATE  Y_COORDINATE 

1 329310.44142 9492910.99316 
2 329328.99800 9492896.97110 
3 329342.55320 9492888.92570
4 329365.05685 9492876.65603
5 329368.54459 9492875.14156 
6 329373.25419      9492873.65989 
7 329377.59336 9492872.86614 
8 329381.24462 9492872.28405
9 329387.25596      9492870.51663 
10 329391.91264 9492867.97663 
11 329395.86650 9492865.65000
12 329399.67650 9492862.26330 
13 329403.90990 9492857.18330 
14 329405.92070 9492853.37330 
15 329407.71990 9492846.07080 
16 329408.98990 9492838.76830
17 329408.67240 9492833.58240
18 329408.46070 9492828.60820
19 329407.40240 9492823.31660
20 329405.60320 9492818.65990
21 329404.12150 9492815.90820
22 329401.26400 9492811.99240
23 329395.97230 9492806.80650
24 329392.74495 9492802.01159 
25 329386.68288 9492793.00511
26 329382.10664 9492786.20615
27 329375.77779 9492774.93487
28 329371.80619 9492768.47299 
29 329370.04790 9492765.82953 
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30 329367.50789 9492764.32140
31 329359.57038 9492762.57515
32 329352.79253 9492758.74071 
33 329345.12831 9492753.89340 
34 329342.31536 9492748.26485 
35 329338.79480 9492741.19790 
36 329334.58460 9492732.74924 
37 329331.93401 9492727.46111
38 329327.67277 9492719.04122 
39 329322.99609 9492709.86657
40 329320.75941 9492705.49621 
41 329317.83510 9492699.78240
42 329313.81443 9492691.90529
43 329310.28405 9492684.68797
44 329306.75484 9492677.39405 
45 329301.87917 9492667.45890 
46 329298.84613 9492661.35677
47 329294.27918 9492652.39731 
48 329290.51336 9492645.04007 
49 329287.25970 9492638.65746 
50 329283.96672 9492632.19534 
51 329283.11461 9492620.33445 
52 329279.14585 9492609.61880 
53 329272.32730 9492598.78850 
54 329266.69167 9492589.50161 
55 329263.99291 9492581.64347 
56 329263.80757 9492575.34170 
57 329264.00477 9492570.96121 
58 329264.71390 9492563.62531 
59 329264.02599 9492551.29570 
60 329262.46119 9492541.07923 
61 329256.65580 9492527.17190 
62 329247.34250 9492513.62520 
63 329241.07827 9492505.63833 
64 329213.59608 9492475.41289 
65 329194.10800 9492479.19800 
66 329203.54462 9492513.92099 
67 329183.05960 9492481.26360 
68 329177.05017 9492482.50917 
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MADE this 28th day of September, 2021.

WAVEL  RAMKALAWAN
PRESIDENT

———————
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S.I.  94 of 2021

LAND RECLAMATION ACT

(Cap 106)

Notification of proposed reclamation at Cascade under section 6(2)
and (3) of Cap 106

WHEREAS Ms. Marie Jeannette Come, acting on her own behalf 
(hereinafter “the applicant”) has applied for authorisation under section 6 of 
the Land Reclamation Act (Cap 106) (hereinafter “the Act”), to fill in and 
reclaim an area of foreshore (hereinafter “the undertaking”) of 
approximately 1,021 sq. metres at Cascade, adjacent to the public road;

AND WHEREAS the undertaking is demarcated by the coordinates 
specified under the Schedule of this Notice and a plan is hereunder attached;

AND WHEREAS the applicant has agreed to carry out the undertaking at 
her own costs;

AND WHEREAS the Republic will at completion of the undertaking, 
transfer the land reclaimed to the applicant;

AND WHEREAS the applicant has agreed to complete the reclamation of 
the undertaking not later than two years from the date of grant of Planning 
permission;

AND WHEREAS the President is desirous of authorising the reclamation 
of the undertaking or the performance of other works over and upon the 
foreshore specified in the Schedule of this notice and the plan illustrated 
thereunder by the applicant;

NOW, THEREFORE, pursuant to section 6(3) of the Act, this notice calls 
upon all persons having objections to the undertaking or any claims of private 
right with respect of the undertaking, to submit to the Chief Executive Officer, 
before the expiration of…………….., objections or claims in writing, 
specifying the nature thereof and giving an estimate of any loss which it is 
alleged would be incurred by reason of the extinguishment of any private right.
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SCHEDULE

Coordinates of the outer limit of the proposed reclamation at Cascade 

Protection-UTM Zone 40 South
Datum-WGS84

POINT EASTING NORTHING 
A 333933.23 9484003.32 
B 333936.08 9484000.66 
C 333941.11 9483992.30 
D 333953.45 9483981.72 
E 333966.45 9483970.15 
F 333968.78 9483967.19 
G 333970.69 9483961.69 
H 333971.47 9483955.24 
I 333970.37 9483950.71 
J 333968.01 9483945.32 
K 333966.86 9483946.15 
L 333961.38 9483955.86 
M 333942.47 9483970.94 
N 333929.46 9483977.51 
O 
A 
 

333918.11 
333933.23 

9483990.37 
9484003.32 
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MADE this 28th day of September, 2021.

WAVEL  RAMKALAWAN
PRESIDENT

———————
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S.I. 95 of 2021

EMPLOYMENT  ACT

(Cap 69)

Employment (Declaration for Distribution of Employment Benefits 
upon Death) Regulations, 2021

In exercise of the powers conferred by section 71 read with section 70A 
of the Employment Act, the Minister responsible for employment matters 
hereby makes the following regulations  — 

Short Title and Commencement

1. These regulations may be cited as the Employment (Declaration 
of Distribution of Employment Benefits upon Death) Regulations, 2021 and 

st  shall come into operation on the 1 January, 2022.

Application

2.(1) These regulations apply to a worker who is an adult.

   (2) Where there is any inconsistency between the provision of any 
regulation made under the Act and these regulations, the provisions of these 
regulations shall prevail.

Interpretation

3. In these regulations, unless the context otherwise requires  —

(a) “authorised person” means  — 

(i) the employer, where the employer is a natural person;

(ii) a partner, where the employer is a partnership;

(iii) a director, a managing director, a chief executive 
officer, where the employer is a body corporate;
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(iv) a person authorised in writing by the employer to 
attest such declaration;

(v) a notary; or

(vii) an Attorney-At-Law;

(b) “beneficiary” means the person or persons in favour of 
whom such declaration shall have been made;

(c) “employment benefits” means any amount of money that an 
employer is liable to pay a worker arising out of the 
employment of the worker with the employer and which 
stands to the credit of the worker with the employer on the 
date of the death of the worker but excludes any amount due 
and payable to a worker under a claim of the worker to the 
employer or a third party relating to damages for personal 
injury arising out of, or in connection with, the employment 
of the worker with the employer.

(d) “employer” means the employer of the worker;

(e) “declaration” means the declaration made by a worker 
under regulation 4.

(f) “witness” means a natural person who is  —

(i) an adult;

(ii) capable of signing;

(iii) not subject to any legal incapacity;

(iv)  not the spouse, close relative, or a relative by blood or 
marriage up to the fourth degree, of the worker; or

(v) the beneficiary or a person who is directly or 
indirectly to benefit from the declaration;
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(g) “register” means the register made and maintained by the 
employer under regulation 4(6).

Declaration

4.(1) A worker may, by a declaration, dispose unconditionally of his or 
her employment benefits or any part thereof in the event of his or her death 
for the benefit of a beneficiary, and may by a subsequent declaration or by 
will revoke or amend a previous declaration.

(2) A declaration under subregulation (1) shall be made in the form 
specified in Schedule 1.

(3) The declaration shall be signed, marked or acknowledged by the 
worker, and his or her signature, mark or acknowledgment, as the case may 
be, shall be attested or verified by an authorised person in accordance with 
the prescribed form.

(4) Where a worker is incapable of signing the declaration through 
ignorance or physical disability, the worker shall be deemed to have made 
the declaration  —

(a) in case of ignorance, illiteracy or physical incapacity or 
disability to sign the declaration, if the worker makes his or 
her mark or prints his or her thumb thereon in the presence 
of an authorised person and of one witness, after the 
declaration has been read over to the worker by the 
authorised person in the presence of the witness, and such 
mark is attested by the authorised person and the witness in 
the prescribed form; and

(b) in case of physical incapacity or disability to make a mark 
or to print his or her thumb thereon, if the worker declares 
or acknowledges in the presence of an authorised person 
and of a witness his or her assent to such declaration after 
the same has been read over to the worker by the authorised 
person in the presence of the witness and such assent and 
the fact of such physical disability or incapacity is attested 



by the authorised person and the witness in the prescribed 
form.

(5) Where the declaration is attested or verified by a person other 
than the employer or an authorised person in the employment of the 
employer, that authorised person shall forward the declaration immediately 
thereafter to the employer, who shall record it in the register specified in 
regulation 5(1).

(6) A worker who by a subsequent declaration or by will revokes, 
substitutes or varies a previous declaration shall notify the employer of any 
such revocation, substitution or variation of the previous declaration.

(7) An employer shall on receiving a declaration under subregulation 
(2) or a notification of revocation or variation of a previous declaration 
under subregulation 4(6) issue the worker with a written document 
acknowledging receipt by the employer of the declaration or notification.

Register of Declaration

5.(1) An employer shall establish and maintain a register in the form 
specified in Schedule 2 to these regulations containing particulars of 
declaration and notification of revocation or variation of a previous 
declaration.

(2) In addition to maintaining the register, an employer shall on 
receiving a declaration under regulation 4 (2) or a notification of revocation 
or variation of a previous declaration under regulation 4(6) maintain a copy 
of the declaration or notification.

(3) The register and the copy of the declaration or a notification of 
revocation or variation of a previous declaration may be kept in an electronic 
data storage retrieval system, but must be capable of producing copies in 
paper form as required.

(4) An employer who fails to establish and maintain the register 
without reasonable excuse commits an offence and is liable on conviction to 
a fine not exceeding SCR 20,000.
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Effect of Declaration

6.(1) A declaration shall have the effect of a bequest by will, 
notwithstanding any law to the contrary.

(2) Where a worker has made a declaration under these regulations 
which is maintained by an employer and the worker ceases employment 
with that employer otherwise than by death  —

(a) the declaration shall be of no effect upon such cessation of 
employment and shall be non-binding on the employer;

(b) the employer shall be under no obligation to transfer the 
declaration to the worker's new employer.

(3) Where a worker dies after ceasing employment with the 
employer and employment benefits, in part or in full, are still due and 
payable to the worker by the employer, the declaration shall be valid and the 
employer shall act in accordance therewith in relation to such unsatisfied 
employment benefits.

(4) An employer may deduct from the employment benefits any 
money owed by the deceased worker to the employer under section 33 of the 
Employment Act or pay the employment benefits or any part thereof in 
accordance with any valid written instruction given by the worker to the 
employer in relation to any financial obligations of the worker to a third 
party.

(5) In the event of any inconsistency between a written instruction 
given by a worker to an employer in relation to any financial obligations of 
the worker to a third party and the declaration, the written instruction shall 
prevail.

(6) Subject to subregulations (3), (4) and (5), the amount of the 
employment benefits shall not form part of the estate or succession of the 
worker, but shall belong to the beneficiary.

Payment under declaration

7.(1) Where a worker who has made a declaration under regulation 4 
dies, the employer shall pay the beneficiary the employment benefits upon 
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the production of proof of death of the worker and proof of identity of the 
beneficiary to the employer.

(2) Where there is more than one beneficiary  —

(a) in the absence of a declaration to the contrary, the 
employment benefits or the remainder thereof shall be 
distributed equally;

(b) and a beneficiary does not survive the worker, the 
employment benefits shall be distributed to the surviving 
beneficiary.

(3) Where no beneficiary survives the worker, notwithstanding 
regulation 6(6), the employment benefits or the remainder thereof shall 
revert to, and form part of, the estate or succession of the deceased worker.

(4) The payment of the employment benefits by the employer to the 
beneficiary under a declaration shall not prejudice the right of any other 
person claiming to be legally entitled to the employment benefits to recover 
it from the beneficiary to whom it has been paid or from any person claiming 
under or through the person to whom it has been paid.

(5) Where a beneficiary under a declaration fails to claim the 
employment benefits of a worker within 24 months of the death of the 
worker, the employer shall vest the employment benefits in the curator under 
the Curatelle Act.

SCHEDULE 1
 Regulation 4(2)

Declaration

I, [insert name of the worker] of [insert address of the worker] bearer of 
Seychelles national identity no. [insert number] being a worker employed by 
the employer, do hereby declare that in the event of my death any benefits 
arising out of my employment with the employer and standing to my credit 
with the employer are to be disposed of by payment to the beneficiary 
specified herein.

690 Supplement to Official Gazette [6th October 2021]



 

Name  and surname of 
beneficiary 

   

Address of beneficiary    
Identity No. of beneficiary    
Relationship of Beneficiary to 
Worker* 

   

Contact details of 
Beneficiary** 

   

Proportion*    

*optional

** optional for Seychellois worker and mandatory for non-Seychellois worker

Note: Where there is more than one beneficiary, in the absence of a declaration 
to the contrary, the employment benefits or the remainder thereof shall 
be distributed equally.

 

 
Made on this 
[insert date of 
declaration] 

 At [insert where 
made] 

 

 

TO BE COMPLETED BY THE WORKER 
 

[Signature] 
 

 
Full Name and Surname   
Address   
Designation  
National Identity No.  

TO BE COMPLETED BY NON-SEYCHELLOIS WORKER 
Nationality  
Passport No.  Expiry Date  
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TO BE COMPLETED, WHERE THE WORKER IS INCAPABLE 
OF SIGNING ON GROUNDS OF IGNORANCE, ILLITERACY 
OR PHYSICAL DISABILITY 

Particulars of the Witness 
Name and surname of the 
witness: 

 

Address of the witness:  
National Identity no. of the 
witness: 

 

 

Insert Mark or Thumb print below 
 
 
 
 

Marked by hand or by thumb print of the worker due to illiteracy or 
ignorance or physical incapacity or disability to sign, who is known to
me, in the presence of the authorised person after the declaration has 
been read over to the worker by the authorised person in my presence 
 

Physical Disability (Blindness etc ...)  
Declared or acknowledged by the worke r, who is known to me and who 
suffers from physical incapacity or disability, in the presence of the 
authorised person and the witness and who assented to such declaration 
after the same has been read over to the worker by the authorised person 
in my presence. 

 
 

 

................................
[sgd])

Witness

................................
[sgd])

Witness
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TO BE COMPLETED BY AUTHORISED PERSON 
 

I, the undersigned do confirm that the above declaration was made and 
signed, marked, declared or acknowledged, as the case may be,  by the 
above-named worker in my presence. 

[Signature] 
 

 
Name& 
Surname 

 

Address   
Designation  
Name of 
Employer 

 

 

TO BE COMPLETED BY THE EMPLOYER 
 

I/We, the undersigned employer, acknowledge receipt of this declaration 
made by the worker 

[Signature]  
 
 

 
Name of employer’s
representative 

 

Designation  
Name of Employer  
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Particulars of any 
change 

  

Date of Change or 
revocation 
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Nationality   
N.I.N/ 
Passport  No. 

  

Address   
Surname   
 Name   
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 Authorised 
Person 

  

Date   
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Nationality   
N.I.N/ 
Passport  No. 

  

Address   
Surname   
 Name   
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MADE this 4th day of  October, 2021.

PATRICIA  FRANCOURT
MINISTER  OF  EMPLOYMENT

AND SOCIAL AFFAIRS
———————
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S.I. 96 of 2021

PRIVILEGES AND IMMUNITIES (DIPLOMATIC, CONSULAR AND 
INTERNATIONAL ORGANISATIONS) ACT

(Cap 181)

Privileges and Immunities of Dignitaries (Amendment of Schedule 1)
 Order, 2021

In exercise of the powers conferred by section 5(1) of the Privileges and 
Immunities (Diplomatic, Consular and International Organisations) Act, the 
Minister responsible for foreign affairs makes the following order  —

Citation

1. This order may be cited as the Privileges and Immunities of 
Dignitaries (Amendment of Schedule 1) Order, 2021.

Amendment of S.I. 10 of 2021

2. The Privileges and Immunities of Dignitaries Order, 2021 is 
hereby amended in Schedule 1 by inserting after the entry “5. H.H. Sheikh 
Saeed Bin Dalmook Al Maktoum” the following entry  —

“6.    H.E. Sheikh Abdulmohsin Abdulmalek Al-Sheikh”.

MADE this 5th day of  October, 2021.

SYLVESTRE  RADEGONDE
MINISTER OF FOREIGN AFFAIRS 

AND TOURISM

———————
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S.I. 93 of 2021

LAND RECLAMATION ACT

(Cap 106)

Land Reclamation Authorisation, 2021

WHEREAS Mr. Alderic Benoiton acting on his own behalf applied for the 
authorisation under Section 6 of the Land Reclamation Act (Cap 106) to fill 
in and reclaim an area of the foreshore of approximately 15,366 square 
metres at La Retraite, adjacent to the Public Road (hereinafter referred to as 
"the undertaking");

AND WHEREAS a Land Reclamation Notification (No. 630 of 2020 of the 
thOfficial Gazette dated August 17 , 2020) pertaining to the proposed 

undertaking was published in accordance with the rules under the Second 
Schedule to the Land Reclamation Act; 

AND WHEREAS further to written objections to the undertaking lodged to 
the Chief Executive Officer of the Planning Authority subsequent to the 
Land Reclamation Notification so published, the President finding it 
expedient so to do, appointed persons to hold an inquiry into the matter;

NOW THEREFORE, the President after considering the proposed 
undertaking, the objections, claims, the record of the proceedings and the 
report of the persons who held the inquiry, hereby authorises the undertaking 
pursuant to section 6(6) of the Act read with subsection (1) thereof, subject 
to the reclamation being scaled back to the area illustrated by the plan and 
the new coordinates hereunder the schedule specified; 
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SCHEDULE

Coordinates of the Outer Limit of the Proposed
 Reclamation at La Retraite

Projection- UTM Zone 40 South
Datum- WGS84

X_COORDINATE  Y_COORDINATE 

1 329310.44142 9492910.99316 
2 329328.99800 9492896.97110 
3 329342.55320 9492888.92570
4 329365.05685 9492876.65603
5 329368.54459 9492875.14156 
6 329373.25419      9492873.65989 
7 329377.59336 9492872.86614 
8 329381.24462 9492872.28405
9 329387.25596      9492870.51663 
10 329391.91264 9492867.97663 
11 329395.86650 9492865.65000
12 329399.67650 9492862.26330 
13 329403.90990 9492857.18330 
14 329405.92070 9492853.37330 
15 329407.71990 9492846.07080 
16 329408.98990 9492838.76830
17 329408.67240 9492833.58240
18 329408.46070 9492828.60820
19 329407.40240 9492823.31660
20 329405.60320 9492818.65990
21 329404.12150 9492815.90820
22 329401.26400 9492811.99240
23 329395.97230 9492806.80650
24 329392.74495 9492802.01159 
25 329386.68288 9492793.00511
26 329382.10664 9492786.20615
27 329375.77779 9492774.93487
28 329371.80619 9492768.47299 
29 329370.04790 9492765.82953 
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30 329367.50789 9492764.32140
31 329359.57038 9492762.57515
32 329352.79253 9492758.74071 
33 329345.12831 9492753.89340 
34 329342.31536 9492748.26485 
35 329338.79480 9492741.19790 
36 329334.58460 9492732.74924 
37 329331.93401 9492727.46111
38 329327.67277 9492719.04122 
39 329322.99609 9492709.86657
40 329320.75941 9492705.49621 
41 329317.83510 9492699.78240
42 329313.81443 9492691.90529
43 329310.28405 9492684.68797
44 329306.75484 9492677.39405 
45 329301.87917 9492667.45890 
46 329298.84613 9492661.35677
47 329294.27918 9492652.39731 
48 329290.51336 9492645.04007 
49 329287.25970 9492638.65746 
50 329283.96672 9492632.19534 
51 329283.11461 9492620.33445 
52 329279.14585 9492609.61880 
53 329272.32730 9492598.78850 
54 329266.69167 9492589.50161 
55 329263.99291 9492581.64347 
56 329263.80757 9492575.34170 
57 329264.00477 9492570.96121 
58 329264.71390 9492563.62531 
59 329264.02599 9492551.29570 
60 329262.46119 9492541.07923 
61 329256.65580 9492527.17190 
62 329247.34250 9492513.62520 
63 329241.07827 9492505.63833 
64 329213.59608 9492475.41289 
65 329194.10800 9492479.19800 
66 329203.54462 9492513.92099 
67 329183.05960 9492481.26360 
68 329177.05017 9492482.50917 



680 Supplement to Official Gazette [ ]6th October 2021

 

MADE this 28th day of September, 2021.

WAVEL  RAMKALAWAN
PRESIDENT

———————
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S.I.  94 of 2021

LAND RECLAMATION ACT

(Cap 106)

Notification of proposed reclamation at Cascade under section 6(2)
and (3) of Cap 106

WHEREAS Ms. Marie Jeannette Come, acting on her own behalf 
(hereinafter “the applicant”) has applied for authorisation under section 6 of 
the Land Reclamation Act (Cap 106) (hereinafter “the Act”), to fill in and 
reclaim an area of foreshore (hereinafter “the undertaking”) of 
approximately 1,021 sq. metres at Cascade, adjacent to the public road;

AND WHEREAS the undertaking is demarcated by the coordinates 
specified under the Schedule of this Notice and a plan is hereunder attached;

AND WHEREAS the applicant has agreed to carry out the undertaking at 
her own costs;

AND WHEREAS the Republic will at completion of the undertaking, 
transfer the land reclaimed to the applicant;

AND WHEREAS the applicant has agreed to complete the reclamation of 
the undertaking not later than two years from the date of grant of Planning 
permission;

AND WHEREAS the President is desirous of authorising the reclamation 
of the undertaking or the performance of other works over and upon the 
foreshore specified in the Schedule of this notice and the plan illustrated 
thereunder by the applicant;

NOW, THEREFORE, pursuant to section 6(3) of the Act, this notice calls 
upon all persons having objections to the undertaking or any claims of private 
right with respect of the undertaking, to submit to the Chief Executive Officer, 
before the expiration of…………….., objections or claims in writing, 
specifying the nature thereof and giving an estimate of any loss which it is 
alleged would be incurred by reason of the extinguishment of any private right.
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SCHEDULE

Coordinates of the outer limit of the proposed reclamation at Cascade 

Protection-UTM Zone 40 South
Datum-WGS84

POINT EASTING NORTHING 
A 333933.23 9484003.32 
B 333936.08 9484000.66 
C 333941.11 9483992.30 
D 333953.45 9483981.72 
E 333966.45 9483970.15 
F 333968.78 9483967.19 
G 333970.69 9483961.69 
H 333971.47 9483955.24 
I 333970.37 9483950.71 
J 333968.01 9483945.32 
K 333966.86 9483946.15 
L 333961.38 9483955.86 
M 333942.47 9483970.94 
N 333929.46 9483977.51 
O 
A 
 

333918.11 
333933.23 

9483990.37 
9484003.32 
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MADE this 28th day of September, 2021.

WAVEL  RAMKALAWAN
PRESIDENT

———————



[6th October 2021] Supplement to Official Gazette 695

S.I. 96 of 2021

PRIVILEGES AND IMMUNITIES (DIPLOMATIC, CONSULAR AND 
INTERNATIONAL ORGANISATIONS) ACT

(Cap 181)

Privileges and Immunities of Dignitaries (Amendment of Schedule 1)
 Order, 2021

In exercise of the powers conferred by section 5(1) of the Privileges and 
Immunities (Diplomatic, Consular and International Organisations) Act, the 
Minister responsible for foreign affairs makes the following order  —

Citation

1. This order may be cited as the Privileges and Immunities of 
Dignitaries (Amendment of Schedule 1) Order, 2021.

Amendment of S.I. 10 of 2021

2. The Privileges and Immunities of Dignitaries Order, 2021 is 
hereby amended in Schedule 1 by inserting after the entry “5. H.H. Sheikh 
Saeed Bin Dalmook Al Maktoum” the following entry  —

“6.    H.E. Sheikh Abdulmohsin Abdulmalek Al-Sheikh”.

MADE this 5th day of  October, 2021.

SYLVESTRE  RADEGONDE
MINISTER OF FOREIGN AFFAIRS 

AND TOURISM

———————
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S.I. 95 of 2021

EMPLOYMENT  ACT

(Cap 69)

Employment (Declaration for Distribution of Employment Benefits 
upon Death) Regulations, 2021

In exercise of the powers conferred by section 71 read with section 70A 
of the Employment Act, the Minister responsible for employment matters 
hereby makes the following regulations  — 

Short Title and Commencement

1. These regulations may be cited as the Employment (Declaration 
of Distribution of Employment Benefits upon Death) Regulations, 2021 and 

st  shall come into operation on the 1 January, 2022.

Application

2.(1) These regulations apply to a worker who is an adult.

   (2) Where there is any inconsistency between the provision of any 
regulation made under the Act and these regulations, the provisions of these 
regulations shall prevail.

Interpretation

3. In these regulations, unless the context otherwise requires  —

(a) “authorised person” means  — 

(i) the employer, where the employer is a natural person;

(ii) a partner, where the employer is a partnership;

(iii) a director, a managing director, a chief executive 
officer, where the employer is a body corporate;
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(iv) a person authorised in writing by the employer to 
attest such declaration;

(v) a notary; or

(vii) an Attorney-At-Law;

(b) “beneficiary” means the person or persons in favour of 
whom such declaration shall have been made;

(c) “employment benefits” means any amount of money that an 
employer is liable to pay a worker arising out of the 
employment of the worker with the employer and which 
stands to the credit of the worker with the employer on the 
date of the death of the worker but excludes any amount due 
and payable to a worker under a claim of the worker to the 
employer or a third party relating to damages for personal 
injury arising out of, or in connection with, the employment 
of the worker with the employer.

(d) “employer” means the employer of the worker;

(e) “declaration” means the declaration made by a worker 
under regulation 4.

(f) “witness” means a natural person who is  —

(i) an adult;

(ii) capable of signing;

(iii) not subject to any legal incapacity;

(iv)  not the spouse, close relative, or a relative by blood or 
marriage up to the fourth degree, of the worker; or

(v) the beneficiary or a person who is directly or 
indirectly to benefit from the declaration;
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(g) “register” means the register made and maintained by the 
employer under regulation 4(6).

Declaration

4.(1) A worker may, by a declaration, dispose unconditionally of his or 
her employment benefits or any part thereof in the event of his or her death 
for the benefit of a beneficiary, and may by a subsequent declaration or by 
will revoke or amend a previous declaration.

(2) A declaration under subregulation (1) shall be made in the form 
specified in Schedule 1.

(3) The declaration shall be signed, marked or acknowledged by the 
worker, and his or her signature, mark or acknowledgment, as the case may 
be, shall be attested or verified by an authorised person in accordance with 
the prescribed form.

(4) Where a worker is incapable of signing the declaration through 
ignorance or physical disability, the worker shall be deemed to have made 
the declaration  —

(a) in case of ignorance, illiteracy or physical incapacity or 
disability to sign the declaration, if the worker makes his or 
her mark or prints his or her thumb thereon in the presence 
of an authorised person and of one witness, after the 
declaration has been read over to the worker by the 
authorised person in the presence of the witness, and such 
mark is attested by the authorised person and the witness in 
the prescribed form; and

(b) in case of physical incapacity or disability to make a mark 
or to print his or her thumb thereon, if the worker declares 
or acknowledges in the presence of an authorised person 
and of a witness his or her assent to such declaration after 
the same has been read over to the worker by the authorised 
person in the presence of the witness and such assent and 
the fact of such physical disability or incapacity is attested 



by the authorised person and the witness in the prescribed 
form.

(5) Where the declaration is attested or verified by a person other 
than the employer or an authorised person in the employment of the 
employer, that authorised person shall forward the declaration immediately 
thereafter to the employer, who shall record it in the register specified in 
regulation 5(1).

(6) A worker who by a subsequent declaration or by will revokes, 
substitutes or varies a previous declaration shall notify the employer of any 
such revocation, substitution or variation of the previous declaration.

(7) An employer shall on receiving a declaration under subregulation 
(2) or a notification of revocation or variation of a previous declaration 
under subregulation 4(6) issue the worker with a written document 
acknowledging receipt by the employer of the declaration or notification.

Register of Declaration

5.(1) An employer shall establish and maintain a register in the form 
specified in Schedule 2 to these regulations containing particulars of 
declaration and notification of revocation or variation of a previous 
declaration.

(2) In addition to maintaining the register, an employer shall on 
receiving a declaration under regulation 4 (2) or a notification of revocation 
or variation of a previous declaration under regulation 4(6) maintain a copy 
of the declaration or notification.

(3) The register and the copy of the declaration or a notification of 
revocation or variation of a previous declaration may be kept in an electronic 
data storage retrieval system, but must be capable of producing copies in 
paper form as required.

(4) An employer who fails to establish and maintain the register 
without reasonable excuse commits an offence and is liable on conviction to 
a fine not exceeding SCR 20,000.
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Effect of Declaration

6.(1) A declaration shall have the effect of a bequest by will, 
notwithstanding any law to the contrary.

(2) Where a worker has made a declaration under these regulations 
which is maintained by an employer and the worker ceases employment 
with that employer otherwise than by death  —

(a) the declaration shall be of no effect upon such cessation of 
employment and shall be non-binding on the employer;

(b) the employer shall be under no obligation to transfer the 
declaration to the worker's new employer.

(3) Where a worker dies after ceasing employment with the 
employer and employment benefits, in part or in full, are still due and 
payable to the worker by the employer, the declaration shall be valid and the 
employer shall act in accordance therewith in relation to such unsatisfied 
employment benefits.

(4) An employer may deduct from the employment benefits any 
money owed by the deceased worker to the employer under section 33 of the 
Employment Act or pay the employment benefits or any part thereof in 
accordance with any valid written instruction given by the worker to the 
employer in relation to any financial obligations of the worker to a third 
party.

(5) In the event of any inconsistency between a written instruction 
given by a worker to an employer in relation to any financial obligations of 
the worker to a third party and the declaration, the written instruction shall 
prevail.

(6) Subject to subregulations (3), (4) and (5), the amount of the 
employment benefits shall not form part of the estate or succession of the 
worker, but shall belong to the beneficiary.

Payment under declaration

7.(1) Where a worker who has made a declaration under regulation 4 
dies, the employer shall pay the beneficiary the employment benefits upon 
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the production of proof of death of the worker and proof of identity of the 
beneficiary to the employer.

(2) Where there is more than one beneficiary  —

(a) in the absence of a declaration to the contrary, the 
employment benefits or the remainder thereof shall be 
distributed equally;

(b) and a beneficiary does not survive the worker, the 
employment benefits shall be distributed to the surviving 
beneficiary.

(3) Where no beneficiary survives the worker, notwithstanding 
regulation 6(6), the employment benefits or the remainder thereof shall 
revert to, and form part of, the estate or succession of the deceased worker.

(4) The payment of the employment benefits by the employer to the 
beneficiary under a declaration shall not prejudice the right of any other 
person claiming to be legally entitled to the employment benefits to recover 
it from the beneficiary to whom it has been paid or from any person claiming 
under or through the person to whom it has been paid.

(5) Where a beneficiary under a declaration fails to claim the 
employment benefits of a worker within 24 months of the death of the 
worker, the employer shall vest the employment benefits in the curator under 
the Curatelle Act.

SCHEDULE 1
 Regulation 4(2)

Declaration

I, [insert name of the worker] of [insert address of the worker] bearer of 
Seychelles national identity no. [insert number] being a worker employed by 
the employer, do hereby declare that in the event of my death any benefits 
arising out of my employment with the employer and standing to my credit 
with the employer are to be disposed of by payment to the beneficiary 
specified herein.
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Name  and surname of 
beneficiary 

   

Address of beneficiary    
Identity No. of beneficiary    
Relationship of Beneficiary to 
Worker* 

   

Contact details of 
Beneficiary** 

   

Proportion*    

*optional

** optional for Seychellois worker and mandatory for non-Seychellois worker

Note: Where there is more than one beneficiary, in the absence of a declaration 
to the contrary, the employment benefits or the remainder thereof shall 
be distributed equally.

 

 
Made on this 
[insert date of 
declaration] 

 At [insert where 
made] 

 

 

TO BE COMPLETED BY THE WORKER 
 

[Signature] 
 

 
Full Name and Surname   
Address   
Designation  
National Identity No.  

TO BE COMPLETED BY NON-SEYCHELLOIS WORKER 
Nationality  
Passport No.  Expiry Date  
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TO BE COMPLETED, WHERE THE WORKER IS INCAPABLE 
OF SIGNING ON GROUNDS OF IGNORANCE, ILLITERACY 
OR PHYSICAL DISABILITY 

Particulars of the Witness 
Name and surname of the 
witness: 

 

Address of the witness:  
National Identity no. of the 
witness: 

 

 

Insert Mark or Thumb print below 
 
 
 
 

Marked by hand or by thumb print of the worker due to illiteracy or 
ignorance or physical incapacity or disability to sign, who is known to
me, in the presence of the authorised person after the declaration has 
been read over to the worker by the authorised person in my presence 
 

Physical Disability (Blindness etc ...)  
Declared or acknowledged by the worke r, who is known to me and who 
suffers from physical incapacity or disability, in the presence of the 
authorised person and the witness and who assented to such declaration 
after the same has been read over to the worker by the authorised person 
in my presence. 

 
 

 

................................
[sgd])

Witness

................................
[sgd])

Witness
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TO BE COMPLETED BY AUTHORISED PERSON 
 

I, the undersigned do confirm that the above declaration was made and 
signed, marked, declared or acknowledged, as the case may be,  by the 
above-named worker in my presence. 

[Signature] 
 

 
Name& 
Surname 

 

Address   
Designation  
Name of 
Employer 

 

 

TO BE COMPLETED BY THE EMPLOYER 
 

I/We, the undersigned employer, acknowledge receipt of this declaration 
made by the worker 

[Signature]  
 
 

 
Name of employer’s
representative 

 

Designation  
Name of Employer  
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Details of third Party   

Date   
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Particulars of any 
change 

  

Date of Change or 
revocation 

  

D
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B
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ry

 

Nationality   
N.I.N/ 
Passport  No. 

  

Address   
Surname   
 Name   

D
et

ai
ls

 o
f 

D
ec

la
ra

ti
on

 Authorised 
Person 

  

Date   
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Nationality   
N.I.N/ 
Passport  No. 

  

Address   
Surname   
 Name   
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)

MADE this 4th day of  October, 2021.

PATRICIA  FRANCOURT
MINISTER  OF  EMPLOYMENT

AND SOCIAL AFFAIRS
———————
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THE CYBERCRIMES AND OTHER RELATED CRIMES BILL, 2021

(Bill No. 49 of 2021)

OBJECTS AND REASONS

The object of this Bill is to repeal the Computer Misuse Act, CAP 254 and 
substitute it with a modern cybercrimes law that is effective, more up-to-
date, and which is aligned to international best practice.

The Bill seeks to address and close the gaps in the types of offences relating 
to interference with computer data and computer system operation, unlawful 
possession of illegal devices, electronic fraud, computer related forgery, 
unauthorized disclosure of access credentials and unlawful disclosure by 
electronic service provider among others.

In terms of investigations and procedural powers of the investigatory 
authority, the Bill seeks to address the following missing components to 
ensure thorough analysis of the offences for better prosecution  — 

(a) procedures regarding the preservation of computer data for 
investigatory purposes and the need for a preservation order from 
the court;

(b) provisions for the disclosure of preserved computer data for 
investigations and prosecution purposes;

(c) provisions about the production of computer data for the 
prosecution of an offence as well as for investigation;

(d) procedures relating to the powers of the Investigatory Authority to 
access search and seize stored computer data for the purposes of 
an investigation;

(e) provisions on real- time collection of traffic data;

(f) procedures relating to orders from the court, following a request 
from the Investigatory Authority to remove indecent material of a 
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child from a computer system or any other information and 
communication technologies medium; and

(g) provisions regarding limited use of disclosed computer data and 
information, solely for the purposes of investigations and 
prosecution of criminal offences. 

Regarding other mechanisms to ensure smooth proceedings with 
investigations and prosecution as well as collaboration with other 
authorities, the following provisions have been introduced in the Bill, and 
that is to say  —

(a) the granting of extradition by the court for offences committed 
under the Bill;

(b) forfeiture of property or apparatus which is a subject matter, or 
was used in connection    with committing an offence;

(c) spontaneous provision of information by an authority to assist with 
investigations;

(d) orders by the Investigatory Authority to preserve computer data 
obtained from another Investigatory Authority;

(e) expeditious disclosure of preserved traffic data by the requested 
Investigatory Authority from an electronic service provider in 
another country;

(f) mutual assistance regarding accessing stored computer data, 
subject to Article 29 of the Budapest Convention;

(g) provision for transborder access to stored computer data with 
consent or where publically available; 

(h) mechanisms for mutual assistance in the real-time collection of 
traffic data and interception of content computer data;

(i) mechanisms for mutual assistance in relation to the interception of 
content computer data;



(j) the setting up of a network to facilitate investigation and 
proceedings concerning criminal offences;

(k) non-liability of electronic service providers to monitor computer 
data that it transmits or stores;

(l) non-criminal liability on electronic service providers for providing 
access to and transmitting information, based on certain 
conditions; and

(m) non-criminal liability on electronic service providers, based on 
certain conditions, for the information they store at the request of 
users.

Finally, the legal and regulatory impacts of this Bill once enacted will be in 
relation to the implementation of the targeted projects and initiatives 
specified in the strategic action-plan corresponding to the strategic objective 
pertaining to the “Legal and Regulatory Framework on Cyber Security”. 
This includes the review and formulation of new laws as well as alignment 
of the different legal instruments in Seychelles to the provisions of the 
Budapest Convention. 

Dated this 5th day of October, 2021.  

FRANK  D.R.  ALLY
ATTORNEY-GENERAL

————————
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THE CYBERCRIMES AND OTHER RELATED CRIMES BILL, 2021

(Bill No. 49 of 2021)

ARRANGEMENT OF SECTIONS

PART I - PRELIMINARY

Sections
1. Short title and commencement
2. Interpretation
3. Application of the Act

PART II - OFFENCES

4. Unauthorised access to computer system
5. Access with criminal intent
6. Unauthorised interception
7. Unauthorised interference with computer data
8. Unauthorised interference of computer system operation
9.  Unlawful possession of illegal devices
10. Electronic fraud
11. Computer system related forgery
12. Unauthorised disclosure of access credentials
13. Cyber extortion
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15. Cyber stalking
16. Offensive electronic communications
17. Pornographic or obscene material
18. Pornographic publication

19. Unlawful disclosure by electronic service provider

PART III - INVESTIGATIONS AND PROCEDURES

20. Preservation Order
21. Disclosure of preserved computer data
22. Production Order
23. Power to access, search and seizure for the purpose of investigation 
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24. Real time collection of traffic data
25. Deletion Order
26. Limited use of disclosed computer data and information

PART IV - MISCELLANEOUS

27. Punishment for non compliance of an order section 20, 21, 22 or 25 or 
contravention of section 26

28. Jurisdiction   
29. Extradition
30. Forfeiture
31. Spontaneous information
32. Expedited preservation of stored computer data
33. Expeditious disclosure of preserved traffic data
34. Mutual assistance regarding accessing of stored computer data
35. Trans-border access to stored computer data with consent or where 

publicly available
36. Mutual assistance in real time collection of traffic data
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40. Criminal liability for providing access and transmitting information
41. Criminal liability for storing at the request of user
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43. Regulations
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45. Savings provisions
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A  BILL 

FOR

AN ACT to combat criminal activities perpetrated using computer 
systems and for matters connected therewith or incidental thereto.

ENACTED by the President and the National Assembly.

PART I - PRELIMINARY

Short title and commencement

1. This Act may be cited as the Cybercrimes and other Related 
Crimes Act, 2021 and shall come into operation on such a date as the 
Minister may, by Notice in the Gazette, appoint.

THE CYBERCRIMES AND OTHER RELATED CRIMES BILL, 2021

(Bill No. 49 of 2021)
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Interpretation

2. In this Act, unless the context otherwise requires  —
 

“access” in relation to a computer system means to instruct, 
communicate with, store data in, retrieve data from or otherwise 
make use of any of the resources of a computer system;

“computer data” means any representation of facts, information 
or concepts in a form suitable for processing in a computer 
system, including a program suitable to cause a computer system 
to perform a function; 

“computer system” means any computer data processing device, 
or a group of such interconnected or related devices, one or more 
of which, pursuant to a program, performs automatic processing 
of computer data, performing logical, arithmetic, or storage 
functions, and  —

(a) includes any computer data storage facility or 
communications facility directly related to or operating in 
conjunction with such device or group of such 
interconnected or related devices, whether available in a 
single or distributed or decentralised form; 

(b) any reference in this Act to any program or computer data 
held in a computer system includes a reference to any 
program or computer data held in any removable storage 
medium which is for the time being in the computer system; 
and a computer system is to be regarded as containing any 
program or computer data held in any such medium;

 “Convention” means the Budapest Convention on Cybercrime 
adopted by the Committee of Ministers of the Council of Europe 

stand entered into force on 1  July 2004;

“electronic service provider” means any public or private entity 
that provides to users of its service the ability to communicate by 
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means of a computer system, and any other entity that processes 
or stores computer data on behalf of such communication service 
or users of such service; 

“investigatory authority” means the Police Force of Seychelles or 
any other body empowered to investigate any offence;

“function” include logic, control, arithmetic, deletion, storage 
and retrieval and communication or telecommunication to, from 
or within a computer system;

“message” means a verbal, written, recorded, drawn or picture  
communication sent to or left for a recipient;

“Minister” means the Minister responsible for internal Affairs;

 “seize” includes  —

(a) make and retain a copy of computer data, including by 
using on-site equipment; and 

(b) render inaccessible, or remove, computer data in the 
accessed computer system; and 

(c) take a printout of output of computer data; 

“traffic data” means any computer data relating to a 
communication by means of a computer system, generated by a 
computer system that formed a part in the chain of 
communication, indicating the communication's origin, 
destination, route, time, date, size, duration, or type of underlying 
service.

Application of the Act

3.             This Act applies to an act  —

(a) that occurs wholly or partly in the territory of Seychelles; 
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(b) that occurs wholly or partly on a ship flying the flag of 
Seychelles; 

(c) that occurs wholly or partly on board an aircraft registered 
under the laws of Seychelles; and

(d) directly or indirectly connected to, or affecting, a person, 
computer system or event within Seychelles. 

PART II - OFFENCES

Unauthorised access to computer system

4.(1)  A person who causes a computer system to perform a function 
with the intent to secure unauthorised access to any computer data held in a 
computer system, commits an offence and  shall, on conviction, be liable to 
a fine of level 4 on the standard scale or to imprisonment for a term not 
exceeding 5 years or to both.

(2)  For the purpose of subsection (1)  —

(a) an access by a person to a computer system is unauthorised, 
where the person  —

(i) is not entitled to control access of the kind in question; 
and

(ii) does not have consent to access of the kind in question 
from any person who is so entitled.

 (b)    for the purposes of this section, it is immaterial that the 
unauthorised access is not directed at  —

(i) any particular program or computer data;

(ii) a program or computer data of any kind; or

(iii) a program or computer data held in any particular 
computer system. 
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Access with criminal intent

5.(1) A person who causes a computer system to perform any function 
for the purpose of securing access to any computer data held in any 
computer system, with criminal intent, commits an offence and shall, on 
conviction, be liable to a fine of level 5 on the standard scale or to 
imprisonment for a term not exceeding 20 years or to both. 

(2)    For the purposes of subsection (1), it is immaterial that  —

(a) the access referred to in subsection (1) is authorised or 
unauthorised;

(b) the further offence to which this section applies is 
committed at the same time when the access is secured or at 
any other time.

Unauthorised interception

6.(1) A person who  —

 (a) intentionally intercepts or causes to be intercepted any 
function or non-public transmissions to, from or within, a 
computer system and  —

(i) does so by technical means; and 

(ii) does not have authority to intercept the function or 
transmission or to cause the interception;

(b) intentionally uses or causes to be used, directly or 
indirectly, a computer system for the purpose of committing 
an offence,

commits an offence and shall, on conviction, be liable to a fine of level 4 on 
the standard scale or to imprisonment for a term not exceeding 5 years or 
both.
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(2)     For the purposes of subsection (1), intercepting includes listening 
to or viewing, by use of technical means, or recording, a function of a 
computer system or acquiring the substance, meaning or purport of any such 
function. 

Unauthorised interference with computer data

7.(1) A person who, without authority intentionally, does any of the 
following acts  —

(a) destroys or alters computer data;  

(b) renders computer data meaningless, useless, inaccessible, 
ineffective, unreliable, impaired;  

(c) obstructs, interrupts or interferes with the lawful use of 
computer data;  

(d) obstructs, interrupts or interferes with any person in the 
lawful use of computer data;  

(e) denies access to computer data to any person entitled to it; 
or

(f) accesses or intercepts any computer data without authority, 

commits an offence shall, on conviction, be liable to a fine of level 5 on the 
standard scale or to imprisonment for a term not exceeding 20 years or to 
both.

Unauthorised interference of computer system operation

8.(1) A person who intentionally, whether directly or indirectly, and 
without authority  —

(a) interferes with, or interrupts or obstructs the use of, a 
computer system; or
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(b) impedes or prevents access to, or impairs the usefulness             
or effectiveness of, any computer data in a computer 
system,

commits an offence and shall, on conviction, be liable to a fine of level 5 on 
the standard scale or to imprisonment for a term not exceeding 20 years or to 
both.

(2) For the purposes of subsection (1), interference, interruption, 
obstruction or impendence in relation to a computer system, includes  —

(a) cutting the electricity supply to a computer system; 

(b) corrupting a computer system by any means; and

(c) inputting, deleting or altering computer data.

Unlawful possession of illegal devices

9. A person who  —

(a) intentionally, without justification produces, sells, procures 
for use, imports, exports, distributes or otherwise make 
available  —

(i) a device, including a computer data, that is designed 
or adapted for the purpose of committing an offence 
against section 6, 7, or 8 ; or

(ii) a computer system password, access code or similar 
computer data by which the whole or any part of a 
computer system is capable of being accessed;

(b) has any item mentioned in subparagraph (i) or (ii) of 
paragraph (a) in his or her possession with the intent that it 
be used by any person for the purpose of committing an 
offence against section 6, 7, or 8,
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commits an offence and shall, on conviction, be liable to a fine of level 4 on 
the standard scale or to imprisonment for a term not exceeding 5 years or to 
both.

Electronic fraud

10. A person who intentionally and without right causes loss of 
property to another person by  — 

               
(a) any input, alteration, deletion or suppression of computer 

data; or
              

(b) any interference with the functioning of a computer system, 
with intent to procure for himself or herself or another 
person, an advantage or economic benefit,

commits an offence and shall, on conviction, be liable to a fine of level 4 on 
the standard scale or to imprisonment for a term not exceeding 10 years or to 
both.

Computer system related forgery

11. A person who causes loss of property to another person by any 
input, alteration, deletion or suppression of computer data resulting in 
inauthentic computer data with the intent to be considered or acted upon for 
legal purposes as if it were authentic, regardless whether or not the computer 
data is directly readable and intelligible, commits an offence and shall, on 
conviction, be liable to a fine of level 5 on the standard scale or to 
imprisonment for a term not exceeding 20 years or to both.

Unauthorised disclosure of access credentials

12. A person who, without lawful excuse or justification, discloses, 
sells, procures for use, distributes or otherwise makes available, any 
password, access code or other means of gaining access to a computer 
system or computer data  —

(a) for wrongful gain; 
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(b) for any unlawful purpose; 

(c) to overcome security measures for the protection of 
computer data; or 

(d) with the knowledge that it is likely to cause prejudice to any 
person,

commits an offence and shall, on conviction, be liable to a fine of level 4 on 
the standard scale or to imprisonment for a term not exceeding 5 years, or to 
both.

Cyber extortion

 13. A person who performs or threatens to perform any of the acts 
described under this Part, for the purposes of obtaining any unlawful 
advantage by  —

 
(a) undertaking to cease or desist from such actions; or

(b) undertaking to restore any damage caused as a result of 
those actions,

commits an offence and shall be liable, on conviction to a fine of level 4 on 
the standard scale or to imprisonment for a term not exceeding 5 years or to 
both.

Cyber harassment

14. A person who uses a computer system or who knowingly permits 
a device to be used, for any of the following purposes  —

(a) making any request, suggestion or proposal which is 
obscene, lewd, lascivious or indecent; or 

(b)  threatening to inflict injury or physical harm to the person 
or property of any person; or
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(c) sending, delivering or showing a message, visual or 
otherwise, which is abusive, obscene, indecent, threatening, 
false or misleading, causing annoyance, inconvenience or is 
likely to cause distress or needless anxiety to any person,

commits an offence and shall, on conviction, be liable to a fine of level 4 on 
the standard scale or to imprisonment for a term not exceeding 5 years, or to 
both. 

Cyber stalking

15. A person who willfully, maliciously or repeatedly uses electronic 
communication to harass another person, or makes a threat with the intent to 
place that person in reasonable fear for his or her safety or for the safety of 
his or her immediate family, commits an offence and shall, on conviction, be 
liable to a fine of level 4 on the standard scale or to imprisonment for a term 
not exceeding 5 years, or to both.

 
Offensive electronic communications

16. A person who wilfully, maliciously or repeatedly uses electronic 
communication of an offensive nature to disturb or attempt to disturb the 
peace, quiet or privacy of any person with no purpose to legitimate 
communication, whether or not a conversation ensues, commits an offence 
and shall, on conviction, be liable to a fine of level 4 on the standard scale or 
to imprisonment for a term not exceeding 5years, or to both.

Pornographic or obscene material

17.(1) In this section  —

(a) “child” means a person who is under the age of 18 years; 

(b) “child pornography” includes material that visually or 
otherwise depicts  —

(i) a child engaged in sexually explicit conduct, 
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(ii) a person who appears to be a child engaged in 
sexually explicit conduct, or 

(iii) realistic images representing a child engaged in 
sexually explicit conduct; and 

(c) “sexually explicit conduct” means any conduct, whether 
real or simulated, which involves  — 

(i) sexual intercourse, including genital-genital, oral-
genital, anal genital or oral-anal, between children, or 
between an adult and a child, of the same or opposite 
sex, 

(ii) bestiality, 

(iii) masturbation, 

(iv) sadistic or masochistic sexual abuse, or 

(v) the exhibition of the genitals or pubic area of a child.
 

(2) A person who  —

(a) publishes child pornography or obscene material relating to 
children through a computer system; 

(b) produces child pornography or obscene material relating to 
children for the purpose of its publication through a computer 
system; 

(c) possesses child pornography or obscene material relating to 
children in a computer system or on a computer data storage 
medium; 

(d) publishes or causes to be published an advertisement likely to 
be understood as conveying that the advertiser distributes or 
shows child pornography or obscene material relating to 
children; or 
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(e) accesses child pornography or obscene material relating to 
children through a computer system,

commits an offence and shall, on conviction, be liable to a fine of level 4 on the 
standard scale or to imprisonment for a term not exceeding 5years, or to both. 

(3) A person who, by means of a computer system, communicates with 
a person who is, or who the accused believes is  —

(a) under the age of 18 years, for the purpose of facilitating the 
commission of the offence of child pornography under this 
Act, or the offences of prostitution, rape or indecent assault 
under the Penal Code; 

(b) under the age of 16 years, for the purpose of facilitating the 
commission of the offences of abduction or kidnapping of 
that person under the Penal Code; or 

(c) under the age of 16 years, for the purpose of facilitating the 
commission of any sexual offence with that person under the 
Penal Code,

commits an offence and shall, on conviction, be liable to a fine of level 4 on the 
standard scale or to imprisonment for a term not exceeding 5 years, or to both. 

(4) Evidence that the person in subsection (3)(a), (b) or (c) was 
represented to the accused as being under the age of 18 years or 16 years shall 
be, in absence of evidence to the contrary, proof that the accused believed that 
the person was under that age. 

(5) It shall not be a defence to a charge under subsection (3) that the 
accused believed that the person he or she was communicating with was at 
least 16 or 18 years of age, as the case may be, unless the accused took 
reasonable steps to ascertain the age of the person. 

(6) For the purposes of subsection (3), it does not matter that the person 
in subsection (3)(a), (b) or (c) is a fictitious person, represented to the accused 
as a real person.
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Pornographic publication

18. A person who, by means of a computer system, discloses or 
publishes a private sexual photograph or film without the consent of the person 
who appears in the photograph or film commits an offence and shall, on 
conviction, be liable to a fine of level 4 on the standard scale or to 
imprisonment for a term not exceeding 5 years, or to both. 

Unlawful disclosure by electronic service provider

19. An electronic service provider who, without lawful authority, 
discloses  —

(a) that an order under this Act has been made; 

(b) any act done under an order; or 

(c) any computer data collected or recorded under an order,

commits an offence and shall, on conviction, be liable to a fine of level 4 on the 
standard scale or to imprisonment for a term not exceeding 5 years, or to both.

PART III - INVESTIGATIONS AND PROCEDURES 

Preservation order

20.(1)  An investigatory authority may order for the expeditious 
preservation of computer data that has been stored by means of a computer 
system or any other information and communication technologies, where 
there are reasonable grounds to believe that such computer data is vulnerable 
to loss or modification. 

(2)   For the purposes of subsection (1), computer data includes traffic 
data.

(3)  An order made under subsection (1) shall remain in force for a 
period not exceeding 90 days.
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(4) Where the computer data is required to be preserved beyond 90 
days, the investigatory authority shall make an application to the Court and the 
Court may make such order for preservation of the computer data as it may 
deem fit.

(5) The powers and procedures for the purposes of subsections (1), (2) 
and (3) shall apply to all offences under this Act. 

Disclosure of preserved computer data
     
21.(1) The investigatory authority may, for the purposes of an 

investigation or the prosecution of an offence order for the disclosure of  —
 

(a) all preserved traffic computer data, irrespective of whether 
one or more electronic service providers were involved in the 
transmission of such computer data;

        
(b) sufficient traffic computer data to identify the electronic 

service providers and the path through which the computer 
data was transmitted. 

(2) The powers and procedures for the purposes of subsection (1) 
apply to all offences under this Act.

Production  Order

22.(1) Where the disclosure of computer data is required for the purposes 
of an investigation or the prosecution of an offence, an investigatory authority 
may apply to the court for a  Production Order compelling  —

                 
(a) any person to submit specified computer data in that person's 

possession or control, which is stored in a computer system or 
computer data storage medium;

                 
(b) any electronic service provider offering its services to submit 

subscriber information in relation to such services in that 
electronic service provider's possession or control.
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 (2)   Where any material to which an investigation relates consists of 
computer data stored in a computer system, disc, cassette, or on microfilm, or 
preserved by any mechanical or electronic device, the request shall be deemed 
to require the person to produce or give access to it in a form in which it can be 
taken away and in which it is visible and legible.

Powers of access, search and seizure for purposes of investigation

23.(1) Where an investigatory authority has reasonable grounds to 
believe that stored computer data would be relevant for the purposes of an 
investigation or the prosecution of an offence, it may apply to the court for the 
issue of a warrant to search or access, search or secure computer data  —

          
(a)   to secure computer data under subsection (1), the powers of 

the investigatory authority shall include the power to  —

(i) search, seize or secure a computer system or any 
information and communication technologies medium;

(ii) make and retain a copy of such computer data or 
information;

(iii)  maintain the integrity of the relevant stored computer 
data or information; or

(b) render inaccessible or remove the stored computer data or 
information from the computer system, or any information 
and communication technologies medium.

Real time collection of traffic data

24. Where the investigatory authority has reasonable grounds to 
believe that any computer data would be relevant for the purposes of an 
investigation or the prosecution of an offence, it may apply to the court for an 
order  —

(a) allowing the collection or recording of traffic data, in real 
time, associated with specified communications transmitted 
by means of any computer system; or
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(b)  compelling an electronic service provider, within its 
technical capabilities, to effect such collection and recording 
referred to in paragraph (a), or assist the investigatory 
authority to effect such collection and recording.

Deletion order

25.(1) The court may, upon application by an investigatory authority, and 
being satisfied that a computer system or any other information and 
communication technologies medium contains an indecent material of a child, 
order that such computer data be  —

                             
(a) no longer stored on and made available through the computer 

system or any other medium; or
        

(b)  deleted or destroyed.

(2)  For the purposes of this section, “indecent material” means  —

(a) any indecent or obscene writing, photograph, sketch, 
drawing or picture including whether partly or wholly 
generated by computer;

(b) any indecent or obscene printed matter, print, painting, poster 
drawing, model or cinematographic film or video film, 
cassette or disc; or

(c) any other indecent or obscene object.

Limited use of disclosed computer data and information

26.   No information on computer data under sections 21 to 24 shall be 
used for any purpose other than that for which the computer data was originally 
sought, except  —

(a) in accordance with any other written law;

(b) in compliance with an order of court;
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(c) where such computer data is required for the purpose of 
preventing detecting or investigating offences, apprehending 
or prosecuting offenders, assessing or collecting tax, duties or 
other monies owed or payable to the Government; or

(d) for the prevention of injury or other damage to the health of a 
person or serious loss of or damage to property.

PART IV - MISCELLANEOUS

Punishment for non compliance of an order section 20, 21, 22 or 25 or 
contravention of section 26

27. A person who  —

(a) fails to comply with a preservation order under section 20 or 
an order for the disclosure under section 21, a protection 
order under section 22; or a deletion order under section 25; 
or

(b) uses any computer data in contravention of section 26,

commits an offence and shall, on conviction, be liable to a fine of level 4 on the 
standard scale or to imprisonment for a term not exceeding 5 years, or to both.

Jurisdiction

28.(1) Notwithstanding any other written law, the Supreme Court shall 
have jurisdiction to try an offence under this Act or any regulations made 
thereunder and may, on conviction, impose any penalty or forfeiture provided 
for under this Act.

(2) The Supreme Court shall have jurisdiction where the act constituting 
an offence under this Act has been committed outside Seychelles  —

(a) on board a Seychelles ship; or

(b) on board an aircraft registered in Seychelles.
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Extradition

29. Any offence under this Act may, with the consent of the Attorney 
General,   be an extraditable crime for which extradition may be granted or 
obtained under the Extradition Act (Cap 78)

Forfeiture

30. A court before which a person is convicted of an offence may, in 
addition to any other penalty imposed, order the forfeiture of any apparatus, 
article or thing which is the subject matter of the offence or is used in 
connection with the commission of the offence.

Spontaneous information
31.(1) An authority may without prior request, forward to the 

investigatory authority information obtained within the framework of its own 
investigation when it considers that the disclosure of such information might 
assist in initiating or carrying out investigations or proceedings concerning 
criminal offences established in accordance with this Act. 

(2) Prior to the disclosure of computer data under subsection (1)  —

(a) the authority may request the investigatory authority to 
maintain the confidentiality of the information provided; and 

(b) where the investigatory authority cannot comply with such 
request, it shall notify the authority, which may then 
determine whether the information should nevertheless be 
provided.

(3) For the purposes of this section, “authority” means any public 
body, agency, organ or department established by law.

Expedited preservation of stored computer data

32.(1) An investigatory authority may order for the expeditious 
preservation of computer data that has been stored by means of a computer 
system, located within or outside its territory where a mutual assistance 
request has been obtained from another investigatory authority for the search 
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or similar access, seizure or similar securing, or disclosure of the computer 
data. 

(2)   A request for preservation made under subsection (1) shall specify —

(a) the investigatory authority seeking the preservation;

(b) the offence that is the subject of an investigation or 
prosecution and a brief summary of the related facts;

(c) the stored computer data to be preserved and its relationship 
to the offence;

(d) any available information identifying the custodian of the 
stored computer data or the location of the computer system;

(e) the necessity of the preservation; and

(f) that the investigatory authority intends to submit a request for 
mutual assistance for the search or similar access, seizure or 
similar securing, or disclosure of the stored computer data.

(3)  Upon receiving the request from another investigatory authority, 
the requested authority shall take all appropriate measures to preserve 
expeditiously the specified computer data in accordance with its domestic law. 

(4) For the purposes of responding to a request under this section, dual 
criminality shall not be required as a condition for providing such 
preservation.

(5) An investigatory authority that requires dual criminality as a 
condition for responding to a request for mutual assistance for the search or 
similar access, seizure or similar securing, or disclosure of stored computer 
data may, in respect of offences, reserve the right to refuse the request for 
preservation under this Act in cases where it has reasons to believe that at the 
time of disclosure the condition of dual criminality cannot be fulfilled.

(6) A request for preservation may be refused where  —
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(a) the compliance with the request would be contrary to the 
Constitution; 

(b) it is of prejudice to the sovereignty, international relations, 
security, public order, or other public interest of Seychelles; 

(c) in the reasonable belief the request for assistance has been 
made for the purpose of prosecuting a person on account of 
that person's race, sex, religion, nationality, ethnic origin or 
political opinions, or that a person's position may be 
prejudiced for any of those reasons; 

(d) in absence of dual criminality, where granting the request 
would require a court in Seychelles to make an order in 
respect of any person or property, in respect of conduct which 
does not constitute an offence, nor gives rise to a confiscation 
or restraining order, in Seychelles; 

(e) the request relates to an offence under military law, or a law 
relating to military obligations, which would not be an 
offence under ordinary criminal law; 

(f) the request relates to a political offence or an offence of a 
political character; 

(g) the request relates to an offence, the prosecution of which, in 
the foreign State, would be incompatible with laws of 
Seychelles on double jeopardy; 

(h) the request requires Seychelles to carry out measures that are 
inconsistent with its laws and practice, or that cannot be taken 
in respect of criminal matters arising in Seychelles; or 
granting the request in whole or in part, on the ground that 
granting the request immediately would be likely to prejudice 
the conduct of proceedings in Seychelles.

(7) Any preservation effected in response to the request referred to in 
subsection (1) shall be for a period of not less than sixty days, in order to enable 
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the requesting Party to submit a request for the search or similar access, seizure 
or similar securing, or disclosure of the computer data, following the receipt of 
such request, the computer data shall continue to be preserved pending a 
decision on that request.

Expeditious  disclosure of preserved traffic data

33.(1)   Where, in the course of the execution of a request made to subject 
to Article 29 of the Convention to preserve traffic data concerning a specific 
communication, the requested investigatory authority discovers that an 
electronic service provider in another State was involved in the transmission of 
the communication, the requested investigatory authority shall expeditiously 
disclose to the requesting investigatory authority a sufficient amount of traffic 
data to identify that electronic service provider and the path through which the 
communication was transmitted.

(2) The disclosure of traffic data under subsection (1) may be withheld 
where  —

(a) the compliance with the request would be contrary to the 
Constitution; 

(b) it is of prejudice to the sovereignty, international relations, 
security, public order, or other public interest of Seychelles;

(c) in the reasonable belief that the request for assistance has 
been made for the purpose of prosecuting a person on account 
of that person's race, sex, religion, nationality, ethnic origin 
or political opinions, or that a person's position may be 
prejudiced for any of those reasons; 

(d) in the absence of dual, criminality, accepting the request 
would require a court in Seychelles to make an order in 
respect of any person or property in respect of conduct which 
does not constitute an offence, nor gives rise to a confiscation 
or restraining order, in Seychelles; 

(e) the request relates to an offence under military law, or a law 
relating to military obligations, which would not be an 
offence under ordinary criminal law; 
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(f) the request relates to a political offence or an offence of a 
political character; 

(g) the request relates to an offence, the prosecution of which, in 
the foreign State, would be incompatible with laws of 
Seychelles on double jeopardy; 

(h) the request requires Seychelles to carry out measures that are 
inconsistent with its laws and practice, or that cannot be taken 
in respect of criminal matters arising in Seychelles; or 
granting the request in whole or in part, on the ground that 
granting the request immediately would be likely to prejudice 
the conduct of proceedings in Seychelles.

Mutual assistance regarding accessing of stored computer data

34.(1) An investigatory authority may request another investigative 
authority to search or similarly access, seize or similarly secure, and disclose 
computer data stored by means of a computer system located within the 
territory of the requested Party, including computer data that has been 
preserved subject to Article 29 of the Convention.

(2) The requested investigatory authority may respond to the request 
through the application of international instruments, arrangements and laws 
subject to Article 23 of the Convention, and in accordance with other relevant 
provisions of this Act.

(3) The request shall be responded to on an expedited basis where  —

(a) there are grounds to believe that relevant computer data is 
particularly vulnerable to loss or modification; or

(b) the instruments, arrangements and laws referred to in 
subsection (2) otherwise provide for expedited co-operation.

Trans-border access to stored computer data with consent or where 
publicly available

35. An investigatory authority may, without the authorisation of 
another authority  —
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(a) access publicly available open source stored computer data, 
regardless of where the computer data is located 
geographically; or

(b) access or receive, through a computer system in its territory, 
stored computer data located in another investigatory 
authority,   

where the investigation authority obtains the lawful and voluntary consent of 
the person who has the lawful authority to disclose the computer data to the 
investigation authority through that computer system.

Mutual assistance in the real-time collection of traffic data

36.(1)   The investigatory authorities shall provide mutual assistance to 
each other in the real-time collection of traffic data associated with specified 
communications in their territory transmitted by means of a computer system, 
subject to the provisions of subsection (2), this assistance shall be governed by 
the conditions and procedures provided for under the laws of Seychelles. 

(2) The assistance under subsection (1) shall be governed by the 
conditions and procedures provided for under the laws of Seychelles.

(3) Each investigatory authority shall provide such assistance at least 
with respect to offences for which real-time collection of traffic data would be 
available in a similar domestic case.

Mutual assistance regarding the interception of content computer data

37.   The investigatory authority shall provide mutual assistance to each 
other in the real-time collection or recording of content computer data of 
specified communications transmitted by means of a computer system to the 
extent permitted under their applicable treaties and the laws of Seychelles. 

Networking

38.(1)  A point of contact shall be established on a twenty-four hour, 
seven-day-a-week basis, in order to ensure the provision of immediate 
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assistance for the purpose of investigations or proceedings concerning 
criminal offences related to computer systems and computer data, or for the 
collection of evidence in electronic form of a criminal offence and such 
assistance shall include facilitating, or, if permitted by its domestic law and 
practice, directly carrying out the measures for  —

(a) the provision of technical advice;

(b) the preservation of computer data pursuant to Articles 29 and 
30 of the Convention;

(c) the collection of evidence, the provision of legal information, 
and locating of   suspects.

(2) An investigatory authority's point of contact shall have the capacity 
to carry out communications with the point of contact of another authority on 
an expedited basis.

(3) Where the point of contact designated by an investigatory authority 
is not responsible for international mutual assistance or extradition, the point 
of contact shall ensure that it is able to co-ordinate with such authority or 
authorities on an expedited basis.

(4) An investigatory authority shall ensure that trained and equipped 
personnel are available, in order to facilitate the operation of the network.

Obligation to monitor transmitted or stored computer data

39.(1) When providing the services there is no general obligation on an 
electronic service provider to monitor that computer data which it transmits or 
stores; or actively seek facts or circumstances indicating an unlawful activity. 

(2) The Minister may, subject to any other law, prescribe procedures 
for electronic service providers to  —

(a) inform the competent authorities of alleged illegal activities 
undertaken or information provided by recipients of their 
service; and
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(b) communicate to the competent authorities, at their request, 
information enabling the identification of recipients of their 
service.

Criminal liability for providing access and transmitting information

40.(1) An electronic service provider is not criminally liable for providing 
access and transmitting information on condition that the provider  —

(a) does not initiate the transmission;

(b) does not select the receiver of the transmission; or

(c) does not select or modify the information contained in the 
transmission.

(2) The acts of transmission and of provision of access referred to in 
subsection (1) include the automatic, intermediate and transient storage of the 
information transmitted in so far as this takes place for the sole purpose of 
carrying out the transmission in the communication network, and provided 
that the information is not stored for any period longer than is reasonably 
necessary for the transmission.

Criminal liability for storing at the request of user

41.(1) An electronic service provider is not criminally liable for the 
information stored at the request of a user of the service, on condition that  —

(a) the electronic service provider expeditiously removes or 
disables access to the information after receiving an order 
from any public authority or court of law to remove specific 
illegal information stored; or

(b) the electronic service provider, upon obtaining knowledge or 
awareness about specific illegal information stored by other 
ways than an order from a public authority, expeditiously 
informs a public authority to enable them to evaluate the 
nature of the information and if necessary issue an order to 
remove the content.
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(2) Subsection (1), shall not apply when the user of the service is acting 
under the authority or the control of the electronic service provider.

(3) If the electronic service provider is removing the content after 
receiving an order pursuant to subsection (1), the provider is exempted from 
contractual obligations with his customer to ensure the availability of the 
service.

(4) An electronic service provider is not criminally liable for the 
automatic, intermediate and temporary storage of that information, 
performed for the sole purpose of making more efficient the information's 
onward transmission to other users of the service upon their request, on 
condition that  —

(a) the electronic service provider does not modify the 
information;

(b) the electronic service provider complies with conditions of 
access to the information;

(c) the electronic service provider complies with rules regarding 
the updating of the information, specified in a manner widely 
recognised and used by industry;

(d) the electronic service provider does not interfere with the 
lawful use of technology, widely recognised and used by 
industry, to obtain computer data on the use of the 
information; and

(e) the electronic service provider acts expeditiously to remove 
or to disable access to the information it has stored upon 
knowledge of the fact that the information at the initial 
sources of the transmission has been removed from the 
network, or access to it has been disabled, or that a court or an 
administrative authority has ordered such removal or 
disablement.

(5) An electronic service provider who enables the access to 
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information provided by third person by providing an electronic hyperlink is 
not liable for the information if the electronic service provider  —

(a) expeditiously removes or disables access to the information 
after receiving an order from any public authority or count to 
remove the link; and

(b) upon obtaining knowledge or awareness about specific 
illegal information stored by other ways than an order from a 
public authority, expediently informs a public authority to 
enable them to evaluate the nature of the information and if 
necessary issue an order to remove the content;

(6) An electronic service provider who makes or operates a search 
engine that either automatically or based on entries by others creates and index 
of internet-related content or make available electronic tools to search for 
information provided by third party is not liable for search results on condition 
that the provider  —

(a) does not initiate the transmission; 

(b) does not select the receiver of the transmission; and

(c) does not select or modify the information contained in the 
transmission.

Application of certain provisions of the Penal Code

42.  Sections 25, 30 and 30A of the Penal Code shall, unless the court 
determines otherwise, apply to a person convicted of an offence under this Act.

Regulations

43. The Minister may make regulations for carrying into effect the 
purposes and provisions of this Act.

Repeal of Cap 254

44.  The Computer Misuse Act Cap 254 is hereby repealed.
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Savings provisions

45.  Notwithstanding the repeal under section 43  —

(a) anything made, given, issued or done under the repealed Act 
shall have the same effect as if it was made, given, done or 
issued under this Act;

(b) any application made to a court under the repealed Act shall 
continue to be dealt with and determined as if it was made 
under this Act; and

(c) any legal proceedings which, before the coming into force of 
this Act were pending, shall be continued or enforced I the 
same manner as they would have continued or enforced 
before the coming into force of this Act.
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